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1.INTRODUCTION

1.1. Purpose of the evaluation

This Staff Working Document provides the results of the RERValuation of Directive
96/9/EC on the legal protection of databases (‘the Database Directive’)

In line with the Better Regulation guidelifeghe evaluation assesses the effectiveness,
efficiency, relevance, coherence and EU added value of théd3ateDirective, analysing
whether it remains fit for purpose in the new legal, economic and technolagig@airement.

The evaluation also arises from Article 16(3) of the Datliisective, which specifies that
the Commission should in particular examine periodically whetheagppgcation of thisui
generisright contained in the Database Directive, which protects ‘ngiral’ sui generis
databases, has led to significant interference with free coropetiti

The last evaluation report of the Database Directive, (tafter ‘the 2005 Report’) that took
place in 2005 concluded that, while th&ui generisright had no proven positive or negative
effects on the growth of the ‘database industry’, the Databasetive had largely achieved
its harmonisation objectives. Therefore, despite the concegtoaicomings of the right, no
‘significant administrative or other regulatory burdens on the databdsistry or any other
industries that depend on having access to data and informidtah’been detected, and so
no intervention was deemed necessary.

An important factor highlighted by the 2005 Report was the limitattoposed by the
seminal 2004 rulings from the Court of Justice of the European UGAEUY. These, it
concluded, significantly reduced the scope ofghegenerisright to ‘primary’ producers of
databases, which at that time were generally part of agigymdustries (e.g. publishing
companies). If database production was only secondary to the maityaaftithe entity, it
was assumed that this entity would be left out of the scopeotéqtion. This would avoid
any significantly negative situations where data and information walddked up to the
detriment of overall social welfare (e.g. access for lawful competitessarch organisations).

The main purpose of this evaluation is to assess whethsr tomclusions are still valid. It
conducts a more in-depth analysis of the potential legal caus@sadbthe economic

! The Regulatory Fitness and Performance ProgramnRREFIT, is the Commission’s programme for ensyiri
that EU legislation remains fit for purpose andwak the results intended by EU lawmakers.

2 Directive 96/9/EC of the European Parliament ahthe Council of March 1996 on the legal protectinf
databases.

3 European CommissioBetter Regulation: Guidelines and Toolbdtps://ec.europa.eulinfo/better-regulation-
guidelines-and-toolbox_en.

4 European Commission,, DG Internal MarKeitst evaluation of the Directive 96/9/EC on thgdé protection
of database$2005).

5 lbid p. 6.

6 Fixtures Marketing Ltd v. Oy Veikkaus AB-46/02, 9/11/2004)ixtures Marketing Ltd v. Svenska Spel Ab
(C-338/02, 9/11/2004British Horseracing Board Ltd v. William Hil{C-203/02, 9/11/2004Fixtures
Marketing Ltd v. OPARC-444/02, 9/11/2004).



performance of thesui generisright and places that analysis in the context of the data
economy.

Indeed, in its 2017 communicatioByilding a European Data Econorfythe Commission,

while acknowledging in principle the limited application of e generigight in the context

of machine-generated data (crucial to the data economy), announcad &vatluation of the

Database Directive was to be conducted to assess the instrdris evaluation report also
responds to this commitment.

1.2. Scope of the evaluation

The evaluation covers the overall functioning of the two parts of @taldase Directive,
copyright andsui generisright protection of databases. Yet, as prescribed in tfisld&on
itself, the evaluation puts special emphasis on assessisgitgenerisight (Articles 7 to 11
of the Directive). Related provisions, such as Article 1 (andamiqular the definition of a
database) and Article 15, are assessed together with theipnsvon the copyright and the
Sui generigrotections.

This report covers the period after 2005, when the previous Coramisgaluation report
was published, until March 2018. The evaluation covers all EU MerStates (MS),
although in some instances information and data gathering refers onlynideal sample.
These instances are indicated in the text.

2. BACKGROUND TO THE INTERVENTION

This section describes the original EU intervention context (&) Database Directive’s
objectives and the intervention’s logic (2.2). Finally, it prosid® overview of the Database
Directive’s key provisions (2.3).

2.1 Context of the EU intervention

Before the adoption of the Database Directive in 1996, datalmaaldVS were protected by
copyright using the Berne Convention for the Protection of Liyeead Artistic Works.
However, a wide and varied range of national laws existed among MSidrkest variation
was between countries with a common law tradition (mainly thi asd civil law countries,
and related to the standard of protection. The common law courgtiésesthreshold at a
considerably lower level by applying the ‘sweat of the bretendard, which in essence
focused on the labour, effort and resources allocated for théooreatdatabases. In contrast,
droit d’auteur continental European countries required the traditional originaity

7 European Commission Communication to the Eurofgatiament, the Council, the European Economic and
Social Committee and the Committee of the Regiddsilding a European Data Econom{2017),
https://ec.europa.eu/digital-single-market/en/nearsimunication-building-european-data-economy



‘intellectual creation’ standard, effectively setting ttil@eshold higher. Moreover, some
Nordic countries extended their traditional protection of certe&talogues’ to database
protectiorf. As a result of this overall situation, non-original but resountensive databases
enjoyed greater protection only in a limited part of the then Earo@@mmunity. Moreover,

at the time of drafting the Directive, empirical evidence suggethat the UK, which had a
strong non-original standard, enjoyed a significant competitive aatyanin database
production over other MS.

2.2 Intervention’s objectives and logic

The Commission considered these differences in legal protdmtioveen MS to adversely
hinder the free movement of ‘database products’ and the provisiofoaihiation services. It
found that database producers in countries with a higher levetaifat® protection seemed
to be in a more favourable position than in other coustries remedy these shortcomings
the Commission proposal laid down the following objectives.

First, the legislative proposal for the Database Dwvecsbught to remove existing differences
in the legal protection of databases lgrmonising the rules on database protectiotf.
Regarding copyright protection, the aim was to establish a onifloreshold of ‘originality’
for copyright-protected databases, while for non-originalldetes the Commission proposed
introducing a newsui generis’right.

Second, the Directive aimed stimulate investment in databasesvithin the EU. This was
deemed necessary to improve the global competitiveness olitbpdan database industry,
in particular to close the gap in database production betweeikW® and the US. It was
expected to stem mainly from the introduction of slué generisright as a new intellectual
property right.

Finally, it sought tosafeguard the balance between the interests of database gucers
and users A central concern was facilitating access and re-use ofnmation within the
parameters of the Directive, which was clearly perceivedeading an extra layer of property
that could generate excessive data locktupgEhe two main mechanisms for guaranteeing a
balanced outcome were the exception regimes (Article héocopyright database, Article 9
for thesui generigight) and the rights of lawful users (Article 5(1) for the copyrightlokda,
Article 8 for thesui generigight).

8 On the ‘catalogue rule’ see the 2005 Report p. 8.

9 lbid p. 8.

10 proposal for a Council Directive on the legal pobion of databases COM(92)24 final — SYN 393, QIb6,
23.6.1992, p. 4, Amended Proposal for a Councié®ive on the legal protection of databases COMI(®3)
final — SYN 393, OJ C 308, 15.11.1993.

11 See the 2005 Report p. 9-10. See discussion dtivintpgislative process of the compulsory licegsioheme
to remedy potential informational monopolies. Mareg the explicit mandate in Article 16 for the
Commission to investigate thsui generisrights’ impact ‘on abuses of a dominant position adher
interference with free competition which would jésappropriate measures taken’.



Figure 1. Intervention logic
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2.3 Overview of the Database Directive’s provisions

The Directive applies to databases which are defined afiexton of independent works,
data or other materials arranged in a systematic or methedigadnd individually accessible
by electronic or other meatts

2.3.1 Copyright protection of original databases

The Berne Convention acknowledges the copyright protection of dasainaseticle 2(5)°.

In full compliance with international obligations, the Datab@sective states that databases
which, by reason of the selection or arrangement of their contentsjtate the author’'s own
intellectual creation are protected by copyrighThe copyright protection does not extend to
content of databas®s meaning that ‘copyright protection of the database does not affgct
pre-existing rights in the contents of the databds&inder Article 4, the natural or legal
persons who create databases are regarded as the authors.

The Directive lists the restricted acts that are preteatnder copyright. These cover the
temporary or permanent reproduction of the whole or part of a akalranslation,
adaptation, arrangement and any other alteration; any form abdigin to the public; and
any communication, display or performance to the ptiblic

Article 6(1) includes one mandatory exception for acts by aulauder necessary for the
purposes of access and normal use of the contents of a copyrigiutguotiatabase. This
exception cannot be overridden by contfacFurthermore, MS may adopt the following
optional exceptions: reproduction for private purposes of non-electiatabases; use for the
sole purpose of illustration for teaching and scientific rebeand use for the purposes of
public security or of an administrative or judicial procedure. Rmé#tle Directive allows MS
other exceptions which are ‘traditionally authorised under nationatdaw’

2.3.2Sui generisprotection of non-original databases

Databases for which there has been qualitatively or quaveiath substantial investment in
either the obtaining, verification or presentation of thet@ts receive protection under the

12 Article 1(2).

13 Article 2(5) of the Berne Convention: ‘Collection$ literary or artistic works such as encyclopasdand
anthologies which, by reason of the selection amengement of their contents, constitute intellattu
creations shall be protected as such, without gieguto the copyright in each of the works formpayt of
such collections’.

14 Article 3(1).

15 Article 3(2) and Recital 27.

16 Cristina Angelopoulos, ‘Database Directive’ in Hudoltz, Bernt P. and Dreier, Thomas (ed3)ncise
European Copyright LaKluwer, Second Edition, 2016.) The author theregithe example of a database
containing phonograms or works where copyrightguotion of the database must remain independent from
copyright protection on works contained in it. Téethor then explains that ‘a database produceratann
invoke copyright oisui generisdatabase right to prevent the author of a workwes licensed’. — Study
Annex (legal analysis), 3. Concerning th@ generisright, such a provision was possibly not necessary
because the subject-matter is limited to substgmdids of databases and not to individual content.

17 Article 5.

18 Article 15.

19 Article 6(2)(a)-(d).



sui generisright. The CJEU has regularly confirmed that, if financial and mnahte
investments qualify as quantitative, human investment constitutegatjualiinvestmersf.
Under thesui generisright, the maker of a database may prevent extraction (akin to
reproduction) and re-utilisation (akin to making available) of the &bolof a substantial part

of the contents of that datab&seThe sui generisprotection extends to the contents of the
database — in contrast to the copyright proteétion

The sui generisright is limited to the substantial part of the datab8&areover, under the

Directive the lawful user may be authorised to extract andilise insubstantial parts of the
database’s contents as long as these acts do not conflict witbrthal exploitation or do not

unreasonably prejudice the legitimate interests of the dsgahakers. The lawful user’s right
cannot be overridden by contr&ct

The Directive does not contain mandatory exceptions tesuhgenerisright. The optional

exceptions are identical with the copyright protection exceptiooweMer, the illustration for
teaching and scientific purposes is limited to extraéfioim contrast to the copyright part,
there is no provision allowing further exceptions toghiegenerigight.

The term of protection for theui generisright is 15 years. Any substantial change to the
contents of a database that is considered a substantiatmewvesextends the term of
protectiort>.

Finally, thesui generisright is limited territorially to the EU. Only makers or ridiatders
from an MS that are nationals or have their habituadeesie in the territory of the EU
(including companies) can benefit fraai generigrotectiort®.

3. IMPLEMENTATION/STATE OF PLAY

According to Article 16(1) of the Directive, MS were requirediranspose the Directive at
national level before 1 January 1998. All the MS that had joinedtherior to 2004 had
transposed it by 2001. The 2005 Report already confirmed that all 25 MS, along with the EEA
countries (Iceland, Liechtenstein and Norway) had communicatedrdnkposition of the
Database Directive on timé

The countries that joined the EU in 2004 had transposed the Dirbégti2803. Since then
three other countries have joined the EU: Romania and Bulgaria in@&@dCroatia in 2013.

All three have transposed the Database Directive.

20 Fixtures Marketing Ltd v AB Svenska Sffel 6) para 28Fixtures Marketing Ltd v. OPAFnN 6) para 43;
Fixtures Marketing Ltd v Oy Veikkaus A& 6) para 38. See the Study 8.

21 Article 7(1): the substantial part is evaluatedlgatively and/ or quantitatively.

22 |n contrast to Article 3(2), thsui generigight does not exclude that the protection extend&e contents of
the databases.

2 Article 15.

24 Article 9.

% Article 10.

26 Article 11.

27 See the 2005 Report p. 4.



The Commission received a single complaint in 2005, which wes ldosed. No
infringements have been registered since 1996.

4. METHOD

The evaluation took place between March 2017 and March 2018 and drew fohothiang
main data sources:

4.1 Study to support the evaluation of the Databad@irective

The Study® was commissioned from JIIP Consortium in June 2017 (hereindftes:
Study"). The Study, aimed at sought to gather all available evideéatenvbuld help the
Commission assess whether the Database Directive hacetlifsl policy goals and remained
adapted to the new technological and regulatory environment. Itiisnépltwo parts. The
first focuses on in-depth consultations with stakeholders. The sewbrah also draws on
those consultations, provides legal and economic analyses of tha8afaipective, based on
available statistics, case-law and literature. The aisalysvers all MS, with a particular
emphasis on Germany, Spain, France, Italy, the United Kingdom etiverffnds, Poland and
Sweden.

4.2 Stakeholder consultations

X Online public consultation

A public consultation on the Database Directive was undertakeheoBW Survey website
from 24 May 2017 until 30 August 2017. All interested parties, includindigpahd private
database owners and users, big data and digital economy stakehobldemsmngmt and public
sector content holders, experts, academics and members @ulte, were invited to
contribute. The online questionnaire covered both the evaluation outhent Directive’s
implementation and problems, objectives and possible options for the.flihe Commission
used several targeted actions to raise awareness about thepatiliiteconsultation among
stakeholders. In accordance with the Better Regulation guidelinesguestionnaire was
available in three EU languages and attracted 113 responsastidlrsummary report of the
findings was published on 6 October 28.7and the full report of all the stakeholder
consultations undertaken for the evaluation is annexed Areto

X Online survey

As part of the Study, to get a more in-depth knowledge and reacldex wariety of
stakeholders who might presumably be less aware of the DatBlr@stive, the contractor

28]1IP (Joint Institute for Innovation Policy), Tedpolis, Study in Support of the Evaluation of Directive
96/9/EC on the Legal Protection of Databas€018). The Study can be consulted online at:
https://publications.europa.eu/en/web/general-pabbtns/publications.

2%Available at: https://ec.europa.eu/digital-singlarket/en/news/summary-report-public-consultatiayale
protection-databases.

3%See Annex 2.



launched and promoted an online questionnaire on 29 Septembét. 201 %otal, 171
responses to the survey were received: 105 from databaseansersakers, and 66 from
experts.

x In-depth interviews with Database Directive Experts

The contractor also undertook a series of one hour- long, semi-stryctudsgth interviews
to gain a deeper insight into the overall legal developments@intbns around the Database
Directive. A total of 19 interviews were conducted betweemNd@@ember and 31 December
2017 with academics, legal experts and practiticers

x Stakeholder workshop

On 21 November 2017, the contractor organised a workshop in Brussadflettt further
evidence on the Database Directive’s impact on the datalsess and/or makers, and to
discuss the preliminary analysis based on the evidence alredldgted®. Twenty-five
participants, mostly representing business, academic and cili@$sns, took part.

X Ad hoc meetings

Several ad hoc meetings took place with two stakeholder repaggestfrom the publishing
sector, one from the gambling industry and two public interest groups.

4.3 Literature review

Apart from all the available academic literature on tla¢alDase Directive, this evaluation has
drawn on a series of documents previously produced or commissioned @grtimission as
important sources of information and insight. These included:

x ‘Evaluation of Directive 96/9/EC on the Legal Protection of dbases’ European
Commission, DG Internal Market (2005);

x ‘Study on the Legal Framework of Text and Data Mining (TDM)’ cossitned by
EC, produced by De Wolf & Partners for the EC (2014);

x ‘Legal Study on Ownership and Access to Data’ commissioned byduced by
Osborne Clark2016);

x ‘Enter the Data Economy: EU Policies for the Thriving Data EdesysEuropean
Political Strategy Centre, Enter the Data Economy — (Strategic Notes 2017);

X ‘Building a European Data Economy’ European Commission Commionced the
European Parliament, the Council, the European Economic and Sooahi@ee and
the Committee of the Regions (2017);

X ‘The Economics of Ownership, Access and Trade in Digital O&@3’ JRC Technical
Reports (2017).

31 For a full analysis of the online survey see thed® Annex 3.
32 For the analysis of the interviews see Anfiex
33 For a full analysis of the workshop sbl.
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4.4 Limitations and robustness of the findings

The data collection and analysis carried out have a number wisiatlimitations, whose
impact has been mitigated to a maximum possible extent.

Several statistical sources used for the economic analydiseoimpact of the Database
Directive have limitations that have been highlighted in eachifgpsection. In particular,
the Gale Directory of Databasésprominent in the 2005 Report, should be mentioned, as it
has also been used in this report to assess the changeshasdapaoduction during the
evaluation period. Despite its limits and the ample consultatitn stakeholders in seeking
alternatives, the contractor for the Study confirmed that the Gaectory of Databases
remained the best statistical tool to assess this impogpatiof the evaluation.

In general, whenever quantitative data are lacking, this is indicaseappropriate and
counter-balanced or complemented with qualitative analysis anddeoatsons. This is the
case, for example, with the cost-benefit analysis in section 5.3.1.

The evaluation has taken into account the inherent limitationtheoffindings of public
consultations. First, as in all surveys, the answers recegflxtt the views of a sample of
relevant stakeholders and not those of the entire population tlyahava a stake in this
domain. Secondly, stakeholder views offer an individual view rather than lookingvethdte
picture.

34 See 5.2.2.

11



5. ANALYSIS AND ANSWERS TO THE EVALUATION QUESTIONS

The Directive is evaluated using five critéfiaAfter a section describing the current
situation, the section on effectiveness looks at whether theypgbials were achieved; the
next part analyses how efficient the Directive was in tlgane: The Directive’s relevance in
the data economy, its coherence with other EU policies and theddéd avalue of the
intervention are also scrutinised.

5.1 Current situation

This section provides an overview of the situation since 2005, whenaitadde Directive
was last evaluaté®l The Directive is made up of a section on copyright, which haadbr
support, and a section on thei generisright, which is still rather contentious. However, in
general, thesui generisright remains a relatively low-profile legal instrumenattigenerates
limited interest among stakehold&ts

Since the CJEU narrowly interpreted the scope ofstliegenerisright in 2004, no later
judgment has shaped the Directive as significdhtlijurthermore, the case-law concerning
the sui generigight is peculiarly limited on both the CJEU and at the MS fével

Another characteristic of th&ui generisright is its predominantlgx post(as opposed tex
ante use by database owners. Even though many owners expressed the vidve soia
generisright is instrumental for them, this appears to mostly conderptotection against
third parties, and not the stimulation of investment pét sehich was an important policy
objective of the EU intervention.

Currently there is no evidence that the generigight interferes with free competition in any
significant way.

The framers of the Directive took into account the economic anditetheality of the early
1990s, when copyright industries such as publishers were the meietena of databases.
The typical database of the time was static and offlirgcientific and legal databases or
company catalogues on CD-ROMs are good cases in point.

Since 2005 there has been a shift in the economic and technolaggcahd value of data.
While, as a consequence of the CJEU rulingsstheyenerigight, does not generally apply

%5 See 1.1 and fn 3.

%6 See 1.1.

37 The number of responses to the public consultatiaa rather low (113 replies) and the respondeantsec
from a limited range of sectors. Respondents whiicéted their sector of activities mainly came frtme
publishing sector (20.5 %, or 17 respondents),rfsearch, scientific and education sector (10.8#49
respondents), IT services sector (8.4 %, or 7 medpats), and the transport sector (7.2 %, or Goredgnts).
Only three respondents stated that they were frenptiblic sector.

%8 See fn 6.

39 See Annex 5 on case-law. The argument about theitpaof cases was made by various experts (sedyStu
Annex 4).

40 See Study Annex 5 (workshop) and Annex 4 (intevsje

41 E.g. Recital 22.
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to data economy situatioffs increasingly more datasets may come to be considered
databasés. It is therefore necessary to assess whethesuihgenerigorotection might extend
to cases for which the right had not been originally destgned

5.2 Effectiveness

This section aims at assessing whether or not the Directijeils were achieved without
analysing how they were achieved. Therefore, this section is descriptive turenaBy
contrast, the next section (5.3 Efficiency) seeks to anglyegsely the functioning and the
regulatory costs and benefits of the Directive in a thoroughly analyti@aher.

5.2.1 Has the Database Directive eliminated the differences betweeriber
States in the legal protection of databases?

The Database Directive has been transposed in af®,MSBogressively eliminating the
diverging national protection regimes that had exemplified a strongly éraigah landscage

A different question is whether the particular provisions of thgygght and thesui generis

right sections have been interpreted and applied consistentlgchn MS, a situation that
seemed to be rather clear before 2006ut that needs to be reassessed for each relevant
issue.

Copyright

As investigated in the Study, the harmonisation of the copyrighttsspiedatabases is one of
the main achievements of the Database Direcfive.

Before the adoption of the Database Directive, the ‘originadiiyerion applied to databases
varied considerably among MS. For instance, some legal systemantoakccount labour,
skill and effort®, while others required an ‘imprint of personaffy’In fact, it was these

42 See 5.4. See also the analysis of substantiastment in 5.2.1 and 5.3.1.

43 In the current situation a database of court ¢ase®arch engine for second-hand cars may bedestas
protected databases as much as geographical Fagistdat Bayern v. Verlag Esterbauer GmpE+490/14,
2015) and traffic dataAutobahnmaytBGH | ZR 47/08 (25 March 2010).

4 See 5.3.1.

4 See 3.

46 See also the Study 6.1.2. This conclusion is alspported notably by P.B. Hugenholtz, ‘Something
Completely Different: Europe’s Sui Generis Datab&ght' in S. Frankel and D. Gervais (edsThe
Internet and the Emerging Importance of New Forfkhllectual Property(Information Law Series, Vol.
37, Kluwer Law International 2016), pp. 205-222. édplains that the national regimes such as ‘skifl
labour’ copyright, the Nordic catalogue rule or Elugeschriftenbeschermin@opyright protection for non-
original writings) progressively disappeared.

47 See the 2005 Report p. 11-15.

48 See the Study 3.3.1 and also the Annex 1 (legaysis), 2. — Specifically, most database makers zser-
makers who participated in the questionnaire anaili@ with the copyright (75 % of them are highty
moderately familiar with it) and approximately 42dfthe participating database user-makers and ™ %
the makers rely on it as a means of protection.

49 United Kingdom, Ireland and Cyprus.

50 France, Netherlands.
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different standards that led the Commission to harmonise datpbateetion in the first
place.

The Database Directive establishes that databases qaateeted by copyright if, ‘by reason
of the selection or arrangement of their contents’, they ‘corestitbe author's own
intellectual creatior?™. This originality standard has been implemented in nationaPfaand
can be considered one of the major contributions of the Database Ditective

The CJEU has contributed to the harmonisation of the copyrightcpoote In Football
Dataco v Yahoat specified that the selection or arrangement of data intabase should
amount to an ‘original expression of the creative freedom oftitisoas®*. The originality
standard is set as the expression of creative abiligugfr free and creative choices or
‘intellectual creation.’ It follows that whenever no room if fer creative choices, typically
when data are arranged mechanically (e.g. in alphabetical orolgyyight protection will not
arise®. Moreover, the CJEU also clarified that creating data for édséa in the case of the
pairing of football teams, does not count as ‘intellectual icne’ator the sake of copyright
protection. The considerable harmonisation of the originality statfdardndeniable, even if
national courts’ interpretations of ‘creative choice’ may contirtee differ’’. This
heterogeneity is, however, not unknown in other parts of the copyaiis where the
originality standard is concern&d

There is little practical interest in or litigation on cagit database protection in comparison

to the sui generisright. The handful of relevant national cases have concerned rather
particular examples: an anthology of ‘the most important’ pé&orsa selection of websites

for childrerf®. As one expert explained, a selection of the best restausarnourist venues
according to an author’s taste is the type of intellectuatiore that a copyright database
aspires to protett

Sui generisright

The harmonisation of th&ui generigiight has been achieved to a large eXfeitey concepts
of the sui generisright, such as the substantial investment threshold, the dmfirati a
database, lawful user’s rights or exceptions, were effégth@monised by the Directif
In the next section each of these concepts will be analysed in depth.

51 Article 3 and recital 16.

52See Study 6.1.2.

53See 6.1.2. and 4.1.3.

54 Football Dataco v. Yaho(C-604/10, 2012) para 53.

55 Recital 19 gives the example of a compilationefesal recordings of musical performances on a Qizhv
will not fall within the scope of the copyright gection of the directive because, as a compilaitaipes not
meet the criteria of originality (the same B generisprotection, because the investment is not deemed t
be substantial enough).

%6 See the Study 6.1.2.

5’See the Study 6.1.2.

58 Cf. Infopaq International A/S v Danske Dagblades Fangr{C-5/08, 2009).

59 Bundsgerichtshaf3 August 2009 — | ZR 130/04 (on 1 000 poems ¢ivaryone should read).

60 Cour de Cassation (civ. 1) 13 May 2014, R.1.D.A813, No 244.

51 1bid (fn 16) 392.

62 See Study 6.1.3-6.1.4.

63 See 5.3.1.
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It is particularly interesting to look at the harmonisation ofdbepe of thesui generisiight,
as it affects the level of protection and the extent of dtess reginfg, together with the
potential applicability of theui generigight in the data economy context.

In its 2004 rulings the CJEU noted that ‘the resources used to draw up a list ofinarsase
and to carry out checks in that connectthmnot constitute investment in the obtaining and
verification of the contents of the database in which that list appears’

Therefore, databases which are the by-products of the mawti@stof an economic
undertaking (‘spin-off’ databases) are in principle not ptetédy thesui generisright, as
they would not fulfil the ‘substantial investment’ threshold. This d@gply, for example, in
many situations involving the automated creation of machine-gededata (e.g. Internet of
Things dateéf. However, in the context of automated data collection by sensqrpegli
connected ‘Internet of Things’ objects it becomes increasinglcdiffio distinguish between
data creation and obtaining of data when there is systematgodatgion of data already by
the data-collecting object (e.g. industrial robots).

Since 2004, national case-law appears to have widely followe@3&® ruling§’, with the
consequence that the scope of shegenerisright remains significantly circumscribed in all
MS*®. However, as the analysis in section 5.3.1 shows, the overall scopesofi generis
right needs to be carefully assessed.

The Database Directive has to a large extent harmonised theigting national
protection regimes which had created strong fragmentation. $eral decisions by
the CJEU have helped eliminate the relevant implementation issu

5.2.2 Has the Database Directive stimulated the investments into the ate®n of
databases?

The copyright section of the Database Directive has helpeddmnise the different standards
of ‘originality’ in each MS, thus facilitating the free movemehoriginal ‘database products’
across the Unidi.

However, the 2005 Report concluded thatgbegenerisright had ‘no proven impact in the
production of databas€8 Have the beneficiaries of trgui generisright produced more
databases than they would have produced in the absence of the right3e@tion re-

evaluates this issue, using the available evidénce

64 The 2005 Report p. 13-15.

85 British Horseracing Boarghbaras 37-41 (emphases added).

66 See further discussion under 5.3.1 and 5.4.1.

57 For example, in Franderécom, Ouest France Multimedia v Direct Annone¢asurt of Cassation (Cass.), 1st
civ., 5 March 2009; in SpaiRyanair v AtrapaloCase STS 572/2012 (9 October 2012); in Gernamgite
Zahnarztmeinung IBGH (2011) GRUR 724.

68 Fixtures Marketing Ltd v. Svenska Spel (b 6) paras 29-3CFixtures Marketing Ltd v. OPAFnN 6) paras
45-6. See also the Study 6.1.8.

69 See 5.2.1.

©The 2005 Report p. 20.

"1 See Study Annex 2.
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5.2.2.1 Database production: available statistical evidence

The higher level of protection provided by #h# generigight is economically justified only
if it creates additional incentives in the production of dataBases

To assess this, it is necessary to look into the actual trertie iproduction of databases
since the entry into force of the Database Directive. Yedsuring such trends is a difficult
task, not only because of the relatively uncertain scope of dt@bBse Directivé, but also
because databases need not be registered to be prttected

The Gale Directory of Databases (GDD) used in the prevemaluation report still provides
the best evidence. Although the probative value of these statistitmited, neither the
stakeholders nor the contractor of the supporting study could find more conclasistecs?.

Moreover, the databases registered in the GDD seem to fit, ¢oaltgpthe narrow scope of
the sui generisright, which in principle would extend only to those databases owned by
organisations whose primary aim is to obtain and commerciliggnal data (i.e. publishing
industries). The broader landscape of the data economy is impfginot covered by either
the GDD data or the Database Directive.

Figure 2: Databases created in the EU-15 from 1990 to 2013
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Source: Contractor's graph, based on Gale DirectoryDatabases 30 to 36" Edition; First evaluation of Directive
96/9/EC on the legal protection of databases.

2 The economic case of tlsaei generigiight is that the stronger IP rights on databa@sesonly increase welfare
in a dynamic setting, when the static welfare les@e. restricted access to data) are offset manahjc
welfare gains. In this situation monopolistic regige producers an incentive to produce more, wffer
consumers and access-seekers more databasesiin retu

?See 5.3.1.

74 E.g. this is in contrast with the economic resiean patents, where statistics are much more easilijable
thanks to the need for registration.

5 See the Study for full analysis of resources &edcaiveats in using GDD data. The GDD is currehiymost
comprehensive source of information on databasgabese products, online services and databasengend
and distributors. Both the Commission and the emttr requested stakeholders to provide alternative
statistics if available.
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As shown in Figure 2, for the period 1990-2013 the number of register@shdas produced
in Europe shows two periods of overall decline (2001-2004 and 2011-2018)skarp
increase in database entries in between, from 2004 to 2008. Tereplaints to a period of
greater digitisation of traditional databases (i.e. increasadahility of online database),
followed by a decline in database entries. As the firstuatian report noted, the number of
database entries dropped just as most of the EU-15 had iemleanthe Directive into
national law in 2001.

5.2.2.2 Investment in databases: the opinion of stakeholders

Half of the database owners who responded the public consultation (50d%tdered that

the sui generisright encouraged investments in advanced information processing system
(e.g. algorithmic processing) or stimulated the production of dagBas minority of both
owners and users who responded to the consultation considered thatgéeerigight had a
positive impact on innovation (35.9 %) and on the development of the data market (39.6 %).

This mixed perception about the economic effectiveness afuihgenerisright seems to be
confirmed by the online survey. According to the contractor’'s survey, the majority badata
owners responded that the Directive had not influenced their detisiamest in collecting
and generating data, in setting up the database or in verifying its contené (Bigur

Figure 3: Influence of the database right on database makers’ de@® to invest

Source: Survey conducted for the Study on the Daiab Directive.

In relation to these results, the expert consultation suggestshthatii generisright is
generally ignored in contractual frameworks. In other wordsstheenerisright does not
seem to be widely used as a licensing tool. This would indibate father than playing a
strong investment incentive role, tiseii generisright is mostly seen as ax-postlegal
instrument when parties disagree, notably in litigation.

®In general, 41.3 % of respondents agree withsteément while 45.2 % disagree.
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5.2.2.3 EU database production in comparison to the US

The Database Directive aimed to close the gap betweerntladthe United States in terms

of database productiéh Even though several proposals to introduce similar legislation have
been discussed in Congress, there isui@enerigight in the United Staté% This should in
theory have provided a competitive advantage to the EU datadisgtry and to the EU
economy in general, which do have s generis right

The 2005 Report concluded that the aim of improving the global campetidvantage for

the EU data industry had not succeeded: ‘There has been a cablgdgowth in database
production in the US, whereas, in the EU, the introducticgub§enerigrotection appears to
have had the opposite effeé?.The contractor of the supporting study carried out an update
of this analysis using GDD.

Figure 4: Database production in the EU-15 and the United States from 1992-2004dan
2008-2013

Source: Gale Directory of Databases™® 36" Edition; First evaluation of Directive 96/9/EC dhe legal protection of
databases.

As identified in the 2005 Report, while the initial impact of tbeective was positive,
between 2002 and 2004 the European share decreased from 33 % to 2le%eNbE share
increased from 62 % to 72%b After this, however, there followed a period of relative
stability in the ratio of European/US database production. Thé slygests that while the
economic gap was not closed, it also was not negatively impacted by ¢o#\Rir

TSee 2.2.

8 Several bills proposing analogous protection weteduced into the Congress in the past but faitetbe
enacted. In not enacting the right, US lawmakerssiciered the risks of creating an indirect propeidiat
over data and considered that the existing meategaf protection were sufficient for databasese hiost
recent is the Database and Collections of Informnalilisappropriation Act, H.R. 3261, was a propo&eti
never passed) bill in the United States House @i &entatives during the 108th United States Caesgre

¥ See the 2005 Report p. 24.

80 1bid 22.
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The total number of databases published in Europe in 2013 anceredibty the GDD (see
limitations above) was 4 684; in the US the figure was 14 604. ThandSurope have by
far the highest number of database entries in the world.

In conclusion, as in the 2005 Report, despite the many informatouests from the
Commission to the study contractor and various stakeholders, there is no aesildédhee to
conclude that theui generisright, as designed in the Database Directive, has signifycantl
contributed to the competitiveness of the EU in the database ydoustket as considered in
its narrow sense.

As in 2005, thesui generisright continues to have no proven impact on the
production of databases, but a note of caution on this conclusias needed, given|
the limited available evidence.

5.2.3 Has the balance between the legitimate interests of database maland
users been safeguarded?

The 2005 Report concluded that, while concerns existed thatitlggnerisegime might be
restricting access to information beyond its optimal level28@} CJEU interpretation of the
scope had reduced the risks that the Database Directivel WimK up data important for
competition and innovation (i.e. a sole-source database that wouldedessary for
downstream markets to emerge).

Concerns about the balance persisted after 2005. According to thei€siom’s public
consultation, 54.4 % of respondents thought that the Directive did not achibatanced
outcome. The most critical sector was academia and resednehe three quarters of the
respondents had a negative opinion about the balance of interdgisezhen the Directive.
The most supportive responses came from database prodspesally from the publishing
sector.

According to the online survey, when users consider using a databases{dnce, when a

climate research institute considers using a private d&attaemercialised by a firm that
obtains data from multiple hydroelectric compaffigsthey mostly worry about database
prices and contractual terms and conditions, both ranking significaigher than those

restrictions that might be imposed by the Database Diréétive

This suggests that, overall, conditions of access to data which may be seeieestyausers
are mainly driven by other protection mechanisms, and not the d&3atdhirective. In other

81 In principle, databases from hydroelectric companhemselves would not be covered bysthiegenerigight
as they would be considered ‘spin-off’ databaseg &.2.1) made of ‘created’ data (i.e. part of hey
activity of the company). However, certain databf@ses (there are several real life examples) mitain
data from different companies to produce and coriakise databases on the overall hydroelectricshgu
These databases would in principle be covered dguhgenerigight.

82 See Table 10, Study Annex (economic analysis)riBes to the protection of databases, as a %spfarding
database users’.
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words, absent the Database Directive, contractual resirscand price would play the same
primordial roles as they do now.

A related question is whether the Database Directivedwlgdted access and re-use in spite
of contracts or economic constraints (i.e. an institute of climestearch being able to re-use
databases on hydroelectric companies it cannot afford).

First, the optional exception regime (Articlé#9)which allows re-use of substantial parts of
database information under certain circumstances, was imgienan virtually all MS$*,
While the practical value of the exceptions may be ratbwr the Directive leaves up to
Member States to strengthen the generisexceptions by outlawing contractual override, an
option that some MS have indeed introduced in their legislation. &akeholders in
academia and research do not seem to use exception®much

Second, the Directive establishes that ‘lawful users’ carseeinsubstantial parts of databases
regardless of contractual provisions (Article 15, in conjamctivith Article 8(1)¥6. Despite

its relative relevance, the notion of a ‘lawful user’ hagrb contested in litigatiéh and
criticised by stakeholders for its lack of clarity, its potengalundanc§? and its limitations.

In short, despite the fact that tlsei generisright contains interesting access and re-use
possibilities that cannot be overridden by contract, the drawhdtikshe exceptions regime
and the ambiguities around the concept of ‘lawful user’ do not seeiow access-seekers
to experience the full potential of the regfthe

Yet no significant data lock-up situation caused bydiegenerisright was observed. This
might be due to the 2004 CJEU clarification of the scope, whitts the applicability of the
right in the broader data economy coni&xand the prevalence of contractual mechanisms in
the protection of databases. The situation is similar toith2005. While not being able to
take full advantage of the re-use regime, the most importaurg ier access-seekers related to

83 This is unlike other exception regimes in the cagyt acquis See Directive 2001/29/EC of the European
Parliament and of the Council of 22 May 2001 on liaemonisation of certain aspects of copyright and
related rights in the information society (or InémSDirective). Article 5(1) inserted a mandatoryception
on temporary reproduction; the exceptions in Aetis(2) and (3) do not rely on the notion of landgkrs.

84 At least twenty MS had clearly transposed Artig{a), (b) and (c), two parts of the exceptions,levitiwas
not clear in the remaining countries.

85 For example, in the Public Consultation only 1&®4atabase users had relied on the ‘teaching erdtiic
research’ exception (Article 9(b)). In the consiittas undertaken by the contractor, one leadingegxp
commented that the exception are ‘too limited aarigid’ Study (interviews). Respondents at thélmu
consultation from the university sector and théntetogy-industry and public interest groups madadheilar
commentslbid.

88 This follows from Article 7(1) on the exclusiveghits that only extend, by definition, to the usesalbstantial
part.

87 See British Horseracing Board Ltd v William Hith(6) paras 60-65.

88 One leading expert on the field concluded the ision to be ‘redundant and misleading.’ Study An(iegal
analysis) 14.1.

89 |t is interesting to point out that the ongoingisative initiatives such as the PSI review (se&15) and
Proposal for a Directive of the European Parliansrd of the Council on Copyright in the Digital §le
Market, COM(2016) (see 5.3.4.) might contributém@rove the balance of the Database Directive.

9 See 5.4.
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the sui generigight seems to be not the data lock-up, but the fact thatcémsing process is
sometimes more complex because of the additional layer of proféction

From the point of view of database owners, the overall opinion ishbascope of theui
generisright should be broaden¥dMoreover, in the public consultation, the main benefits
reported by database makers are the improvement in leg&) @s regards the protection of
their databases (48 %) and the better protection against unauthorised use

Indeed, many of the consulted owners agree that the databasesrlght for preserving
databases against illegal uses and copies of the dataiéevgelvscraping). They argue that
while contracts regulate the relationship with their cliethits sui generisright protects them
against third-party infringemertfs

Users continue to be critical about the effectiveness diie re-use regime in the
Database Directive. Owners consider that thsui generisright maintains a good
balance of interests and its scope should be expanded. Tinerpretation of the

scope in the 2004 CJEU rulings and the prevalence of conttaaules out concerns
about the sui generisright playing an anti-competitive role.

5.3 Efficiency

In this section of the report the efficiency of the Directivid be scrutinised with special
emphasis on thsui generigight. This section will seek to assess how efficient thediire
was in achieving its objectives. First, it analyses the Bu&s regulatory costs and benefits
and its regulatory burdens. Second, it explores the potentisiniptification and removal of
regulatory burdens, examining crucial concepts in the Diretdiask whether there are better
ways to achieve its goals.

It is important to note here that the Database Directive dm¢srequire any form of
registration process, and rules and procedures associatedtveite minimal. While the
potential for streamlining the current instrument is not @ievthe potential for conceptual
simplification can be addressed.

5.3.1 Overall analysis of the costs and benefits and regulatory burdemduced by
the Database Directive

One central objective of the Directive was to provide macentives for the creation and
trading of databases. Section 5.2.2 has explored quantitatively #natiglobenefits in that
respect. Moreover, in section 5.2.3, and following also one expligtove of the Directive,

91 See also 5.3.3.
92 Yet, there are certain paradoxes in this resmaetiscussion at 5.3.3.1 on Rganair v PR Aviatioiffn 107).
9 On this topic, see also 5.5.2 on text and datangin
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the report provides for an analysis of the balance of rights decksts between users and
makers, explaining already some of the costs, benefits and burdens of tie®ire

Quantifying further the specific impact of the Directive (fxample in terms of growth that
the Directive might have brought to the EU economy) is intrinsicadhy difficult, if not
impossible, due to the characteristics of the policy interverdiwh the interplay of many
factors in the economics of the database industry, very muchteaffédy technological
change.

To compensate for these methodological limits, this sectioasrein qualitative material
mainly extracted from the multiple stakeholder consultationslsd draws on the more
extensive cost-benefit and regulatory burden analysis section téChapand Annex 2)
included in the Study on the Database Directive. The sectainmided by stakeholder group:
database owners and database users.

Database owners

In the public consultation, a majority (63 %) of database owinens the private sector who
expressed an opinion held positive to neutral views about the codit-bEiance of the
Directive. This positive take is confirmed by the other consaitatin the supporting study,
where database makers declare that in general they haveeexpdrmore benefits than costs
related to the Directive.

For example, according to several workshop participants andiewees, a central benefit of
the Database Directive is the investment protection it ®ffgrainst situations where other
means of protection (e.g. technological protection measures, addmaanot help, especially
against third parties (see 5.2.3). Workshop participants gigwe@ated the reduced
contractual costs from harmonisation under the Database Dae&imilar results emerge
from the online survey. Approximately 18 % of database makemtezl high benefits, the
main concrete benefits being legal clarity (42 % expeeeénigsigh or moderate benefits),
better access to produced databases (35 % experienced hgbderate benefits) and the
protection offered by theui generisright against third parties (32 % experienced high or
moderate benefits).

On average 35 % of database makers who responded to the online mpugged no
additional costs related to the Directive, followed by 24 % who tegdow costs and 15 %
reporting high costs. One specific cost mentioned during the workshoplyctel to the
benefits of the Database Directive, relates to the ongoing bitho€ proving that somebody
has copied data where changes to the data (e.g. reformattingngnestii other data) have
been made.

According to the consultations, database owners have not experiégiéidast regulatory
burdens that may have dissuaded them from relying on the Databas&vBiand from
complying with its provisions. For example, around half of databagemavho responded
the online questionnaire claimed that administration costs assdcwith the Database
Directive were zero. Moreover, during the workshop and intervithese was no mention of
any major administration costs acting as a burden on thegdegfaction of databases under
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the Database Directive. The legal analysis of the Datdbasetive undertaken in the Study
did not identify any significant regulatory burden either. However, rémaaining legal

uncertainty (see 5.3.2) could be considered as imposing certairatoeguburdens on

database makers.

Database users

Database users are more critical about the cost-beaéditde of the Directive. In the public
consultation, 63.5 % of those users who expressed an opinion thoughthéha&bbdgts
outweighed the benefits, while 19.2 % thought the opposite.

According to the online survey, the most significant benefits oftingenerisiight for users
are: the certainty about the legality of using databases (56r#spdndents assessed it as a
high or moderate benefit); the certainty as to the identidicaif the owner; and the access to
databases that would not have been available or created will@uaixistence of theui
generisright. Legal certainty was also mentioned by several vigeees and workshop
participants as a paramount factor for bringing down legakosghin the European data
market.

Moreover, the answers from users in the public consultation lravedatively extended use
(63 % of users who provided an opinion) of Article 8(1) of the De#talDirective, which
allows the extraction and re-use of insubstantial parts abedaes without the rightholder’s
authorisation, a right that cannot be overridden by contractual provigididg 15).

48 % of database users responding the online survey experienced immaddasts, 13 %
experienced moderate costs and none experienced high costhdisumgenerigight. When
asked about particular costs, 19 % of database users repurtztate costs related to the
search, access and use of alternative data/databasesetimatt gorotected, the highest-cost
category reported in the survey.

Users did not report any significant problems with regulatory bueildxer. 13 % of users
answering the online survey declare that they have experieramerate administrative costs
from the Directive. Further consultations with stakeholders rebaalsuch costs are mainly
related to the fact that thei generisright needs to be cleared when a database is traded or
shared openly with users, a situation that can require legalead\scfor the case of owners,
some of the legal uncertainties surrounding e generisright might be considered
moderate regulatory burdens for users as well.

At the stakeholder level, both the costs and the benefits of tisei generisright are
moderate, pointing to a relatively good balance. Database makers benefitterms of
protection, especially against third parties, and legal clarity, while uss mainly
benefit from improved legal clarity and lawful user access. No signdant regulatory
burdens were detected.
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5.3.2 Scope of thaui generisright: current situation and simplification potential.

The CJEU provided a narrow interpretation of the scope o$uhgenerisright in 2004 by
distinguishing between the investment in the creation and the iolgtaihdata contained in
database$. On the one hand, according to most of the consulted stakeholdeexats,
this interpretation implies that companies who ‘create’dat that make up the content of
their database may not claisui generisright. These would be ‘spin-off databases, or
necessary by-products of the main activity of the organisatiwhthaus fall outside the scope.
On the other hand, industries like publishers, who seek out and ‘obt#nfrden external
sources, would remain protected.

One important thing to bear in mind is that the databasesasgthted’ data, in principle not
protected, are single-source databases, meaning that theretisenavay of sourcing data
than through one database. Data might be an important asseirfpetition to emerge in the
data economy context, especially when the full dataset canused®- The CJEU’S narrow
interpretation of theui generisright efficiently guaranteed that no database maker’'s consent
in relation to thesui generigight was needed for accessing such data, thus alleviatirsydiear
information monopolies. Therefore, the scope reduction was aneeffimterpretation to
safeguard the balance, and there seems to be little room for furtipifisation®.

Additionally, this interpretation followed closely the policy oltjee of thesui generisright,
which targeted the stimulation of database production and not tiezagien of data. It is
generally understood that, in the case of spin-off databasesao@mspvould have produced
these databases anyway without further incentives. It is evidenfoththall leagues keep
creating fixture lists as much as horse racing companiatecr&cing data, despite not having
asui generigight®”.

The CJEU rulings, nevertheless, have been controversial. When ask#te ipublic
consultation to consider the effect of CJEU case law on the sifajhe database protection,
stakeholders were split: 35 % considered the effect of rtiiegs positive and 34 %
negativé® In general database makers remain sceptical, espenidlfig sports industry, and
have called for a change in the legislation that would cléadide ‘created’ data in the
scope.

9 See fn 38.

9 Under thesui generigiight regime, while insubstantial parts of theadb@ise can be re-used by the lawful user,
the use of a complete dataset in a database iscsubjthe authorisation of the database owners fdature
makes the current access regime ofdhiegenerisright rather inefficient for the data economy @xtf as
patchy datasets are of reduced value for data ticelpurposes. Theui generisright in its current forms
favours the holders of data sets to third partiesHe purposes of using complete datasets.

9 See the 2005 Report p. 14.

97 Some experts have argued for a case-by-case appio@rpretation of the Database Directive, in ahhi
stakeholders would be able to obtaun generisprotection only if they are able to show that istweent
would not have been made without e generigight.

% The rest (31 %) did not know. Similarly 29.7 %tbé respondents to the public consultation fourdsitope
satisfactory, 28.8 % too broad, 14.4 % too narnehile 24.3 % considered it unclear.
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Conversely, users and public interest groups suppérBiesides, many replies to the public
consultation asserted the practical difficulty in drawingsimitition between investments in
obtaining and creating data. Some national courts seem to haweddopefficient practice
in requiring clear evidence that the investment served to build theadatanot create dafa

Some experts have highlighted that the reduced scope may comeressere in the future,
potentially producing unexpected results in relation to machine- arsbrsgenerated ‘big
datat0%,

One reason is that the CJEU has not issued a judgment on whéesjdiinvestment in
obtaining data. The key question is whether the recording of prenagxidéita counts as
obtaining (thus qualifying for protectiofff. Examples might include measuring body
temperature, the speed of a car or air humidity. For instano& high court found that the
football league has sui generigight in live football data that it obtains by recording thasn
the game unfolds (e.g. goal-scoring, passes, fouls), thanks targiddshvestment in data-
collection operation$?

Furthermore, the 2004 judgments only concerned the creation/obtaining ofndaténe

verification, or the presentation of the contents of the datafaés® in Article 7). With the
unprecedented increase in company-held data that are renderdd bgaprocessing,
structuring and optimisation, it is possible that these databasght becomesui generis

protected databases on account of the presentation or verifiohtiba data included. This
might influence the legal regulation of the emerging data-driven lmssmedels building on
‘big data’ analytics of machine-generated, Internet of Things detapointed out at the
stakeholder workshop, machine- and sensor-generated data willnplmpartant role in an
array of sectors, not least the automotive and transport sectors.

To sum up, despite the efficient interpretation of scop&®@$ui generisright, some experts
highlight that it is not clear what role the Database @ive will play, given the increasing
importance of machine- and sensor-generated data in the future (see also 5.4).

The 2004 CJEU interpretation of the sui generis scopéhas efficiently tackled
concerns about potential information monopolies.

9 The gambling and betting industry is a strong suigs. See Study Annex (workshop) 3.2; and Studgein
(legal analysis) 10.3.2-10.3.4.

100 Notably the Dutch — and, to an extent, the Itakamourts require some traceability of the subs&hnt
investment. See the Study Annex (countries) 14 -1.

101 See Study 2.4.2, 2.4.7-8 and 5.1.2; Study Ann@xdskshop).

102 Davison, Mark J. and Hugenholtz, P. Bernt: ‘Fodttfadtures, horseraces and spin offs: the CJEU
domesticates the database right’ (2005) Europetafidotual Property Review 113. Leistner, Matthi@sg
Data and the EU Database Directive 96/9/EC: Curktemt and Potential for Reform’ in Lohsse, Schulze,
Staudenmayer (edsJrading Data in the Digital Economy: Legal Concepisd Tools(Nomos, Baden-
Baden) 2017.

103 Football Dataco Ltd v Stan James L(tdo 2) [2013] EWCA Civ 27 Another case confirmithg rationale of
recording data i8ritish Sky Broadcasting plc v Digital Satellite ¥ké&nty Cover Ltd[2011] EWHC 2662
(62). This contrasts with some German sport ingustatements, according to which they were unable t
claim database rights for similar data on accotith@® CJEU’s distinction. Study Annex 4 (intervigws
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5.3.3 Legal uncertainties about theui generisright

Key concepts of theui generisright will be scrutinised analytically from the perspeetof
efficiency. In this section a deeper analysis is provided to stadat better how the Database
Directive has worked in practice. The question is: have these deradyanced efficiently
the objectives of the Directive? Special attention will gsed to legal uncertainties that
prevent the Directive from operating efficiently.

5.3.3.1 Database definition

Article 1(2) lays down the definition of a database, which waant® function as a first step
for assigning the scope siii generigrotection along with Article 7 (substantial investment).
The definition attracted considerable litigation.

The central definition-related question was whether the elencentsined in the database
kept their ‘autonomous information value’ independent of the whole ofithabase. The
CJEU gave an expansive reading to incldtjdor instance, geographical maps that are made
up of independent data poitfts As a result, second-hand car meta-search engine wétsites
flight websites®” or online cloud services in health c&famay all qualify as a database.

The efficiency and potential for simplification of this expaageading need to be considered
together with the general reduction of scope studied in the previctisnséndeed, in actual
fact, the question of protection still largely depends on the guestisubstantial investment,
and whether the data in the databases has been ‘created’ or ‘cbtained

However, if the scope is modified or substantially re-inetgat, any dataset could also
amount to a database as a matter of definition, and broader coompissties could emerge.

5.3.3.2 Term of protection

The protection under theui generisright lasts for 15 years, and is renewed at every
substantial chang®. This term is heavily criticised by users and public #gegroups, while
approved by database producéétsCritiques highlight the potentially perpetual protection,
which is out of line with intellectual property that is lted in time by definition. Moreover,
dynamic databases, which are increasingly replacing stadiofiline databases in the data
economy context, may be perpetually protected due to their contimpoiating, and thus
significant informational lock-up situations may emerge in the future.

5.3.3.3 The database maker

Beyond Recital 41, the Directive gives MS the leeway to define tiWdamaker is't. Most
countries have actually followed Recital 41 and linked the stdtusaker either to the risk-

104 Fixtures Marketing Ltd v OPAEN 6). See the Study 4.1.1.

105 Freistaat Bayerr(fn 43).

106 1nnoweb Bv v. Wegne€(202/12, 19/12/2013).

107 Ryanair Ltd v. PR Aviatio(C-30/14, 2015).

108 See the UK national ca3echnomed Ltd v Bluecrest Hea|#917] EWHC 2142.

109 Article 10(3) — it is evaluated qualitatively orantitatively.

110 See Study 4.1.21, Study Annex (legal analysisp6.1

11 Recital 41 continues: ‘whereas this excludes snipaotors in particular from the definition of make
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taker or the initiator. Some stakeholders pointed out that thig lead to confusion in
practice, as various types of risks and initiatives mayt.ekizancial, organisational or
professionaf!?2. Moreover, it is not clear whether the criteria are meamutatively or
separately. Should a bank that provides a loan to the initialbdafabase become the maker
of the database? Alternatively this may lead to joint ownershiere it is allowed. The
concern expressed by experts is that in large and complex satians with potentially many
initiators and risk-takers at once, accidental or unconscmns gwnerships may become
unavoidable, especially as data becomes more valuable, andadayp kencertain ownership
situations and high transaction cdstsindeed, the issue of who can be efficiently considered
as the ‘owner’ of a database in big data situations is very muodar debafé® However,
while this might be a key inefficiency of tis&ii generisight in the data economy context, so
far there is no considerable evidence about the Databasetiizar interacting with this
problem.

5.3.3.4 Substantial investment

As a general rule, investment needs to be more than mininméthwoints towards a
relatively low thresholt#®. Nevertheless, the interpretation of substantial investmardine
a subject of criticism on account of legal uncertainty. In additloere are no specific CJEU
decisions that would give an indication of a particular quantitatimd/or qualitative
threshold. This has led some national courts to grant protectihatioappear to be relatively
low-level investments threshofd&

For instance, in Germany, the threshold of substantial invesimiérpreted as being rather
low, especially by the Federal Court of Justice, that has ressmgui generisprotection for
telephone directorié$’. Besides, the German Federal Supreme Court has accapted
EUR 4 000 investment as sufficiently substaftfalin Greece, a map has been protected by
the sui generisright because of the effort involved in collecting informatiénin Italy, the
Court of Romé®® has ruled that inserting 4 000 records into a database and thengievis
adapting and homogenising the collected data required a consistémteecs@momic terms of
implementation and time, and thus amounts to a substantial investment.Igjimil&rance, a
sui generisright has been confirmed in an enriched telephone directory dihe sufficient
amount of investmett™,

112 5ee Study Annex (legal analysis) 6.1.6.

113 eistner (fn 102) 35-39, the Study Annex 4 (intews).

114 See 5.4.

115 Recital 19. The Study Annex (legal analysis) 8.

116 See the Study Annex (legal analysis) 8.1.

117*Tele-Info-CD’ case (BGH, 6 May 1999, | ZR 199/%kee the Study Annex (countries) 1.1.

118 7zweite Zahnarztmeinung Il (Case No. | ZR 196/08)l

119 Supreme Court, Decision No 1051/2015, HCO WebSie. the Study Annex (countries) 2.10.

120 Court of Rome on 10 December 2009. — See the SAmlyex 6 (countries)’)1.3.

121 Cass. com., 23 March 2010, R.I.D.A. 2010, No 225, Com. com. électr. 2010, comm. No 84, note &aro
See Study Annex (countries) 1.2.
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Therefore, some MS courts have taken a permissive appredchgaas financial investment
was not trivial. Scholars called thisde' minimisexclusion rule*?2,

The majority of the respondents to the public consultation, the ietesyithe online survey
and the workshop considered ‘substantial investment’ unclear ancullito apply?® The
criticism stems from the lack of specification of what ‘subsdinheans.

Some database makers put forward the idea of deletingdjbetige ‘substantial’ from the
Directive'?*. The possible consequence of that would be to widen the scppatedtion, and
thus potentially bringing thesui generisright fully into the domain of big data. Other
stakeholders, particularly users, demand a clearer definitioartow down thesui generis
protection furthef®.

Uncertainty about the amount of investment may be a legitimate ropriceé one that seems
to be difficult to tackle with more precision. MS courts se@st Iplaced to give meaning to
the term ‘substantial’.

5.3.3.5 Exclusive rights

Thesui generigdatabase protection was tailored to protect against theofigixtraction (akin
to reproduction) and re-utilisation (akin to making available) bEtantial parts of databases.
The framers of the Database Directive meant to creatdfiarer® tool for protecting and
stimulating investment in databases, while balancing it witlusiees’ right, due to fears from
information monopolies. It explains the limitation of exclugiigts to the substantial p&it
The exclusive rights do not apply to the insubstantial pakbrag as the use is not repeated
and systemit®’. The CJEU interpreted the rights broadly in line with the gadigjectives of
protecting efficiently the investment of database makers also clarified that the substantial
part, measured qualitatively, should not take into account thasitvalue of the part used
by the user — what matters is whether the substantial meestrelates to the used part of
the databadé’.

It has proven hard to pin down the ‘substantial part’ in pradficé large majority of
respondents in the public consultation criticised the lack otycla\s one stakeholder put it,
this uncertainty may exercise ‘a chilling effect on uséts’According to the public
consultation, it is particularly problematic in industriekelithe transport sector, where
‘dynamic’ databases are frequently updatédFor these databases the substantial part can

122 | eistner (fn 102) 30.

123 See Study 2.1.2 and its Annex (legal analysi8), 8.

124 See Study 8.4.

125 See Study Annex 5 (workshop).

126 Article 7 does not include some rights includedAirticle 5 for copyright protection e.g., adaptatio
alteration or translation.

27 Article 7(5).

128 Apis-Hristovich EOOD v. Lakorda AQC-545/07, 2009)nnoweb(fn 106),Directmedia Publishing GmbH v.
Albert-Ludwigs-Universitat Freibur@-304/07, 2008).

129 British Horseracing Board (fn 6) para 72.

130 See this opinion expressed in Study 3.3.2.

131 Annex 2 (Synopsis) 5.3.

132 See the discussion of dynamic databases at 5.1.
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become insubstantial over a very short time, making it iniplesto measure the whole of the
database serving as a baseline.

MS case law seems to confirm the difficulty, as the range efpretation of the substantial
part quantitatively measured varies from 20 % to 50 % of théasta Despite the criticisms,
the exact workable proportions are impossible for the Diredib define and MS courts
remain the best placed to deal with such difficulties.

‘Substantial’ always compares to the whole of a datalzask should be measured in
comparison to the size of the data included in the databasehi®mdint the CJEU
pronounced in favour of a broad understanding by allowing substantialigyneeasured to a
subordinate part of the database, as long as it amounted,lintdse database even if that
was part of a larger databa¥e

The most contested application of the exclusive rights concernshanged data-scraping on
website$*®. The CJEU, in its seminéhnoweb v Wegngudgment, interpreted the exclusive
rights of a specialised (second-hand car) search engine agaireti-search engitfé The
judgment found against the meta-search engine, even though it only dispigerlinks to
the individual specialised search engines’ websites,usecly scraping it came close to
becoming dparasitic competing product’against which the right was meant to protect (see
Recital 42). However, the practice in other MS still seenssalnte. For instance, in Germany
and Spain some cases point to different directions apsuyf*6. What seems rather certain is
that specialised search engines that invest in obtainingdéirqualify as databases, but the
application criteria for infringement in the wider context of web-sa@fs not yet settled.

5.3.3.6 Exceptions

There are three optional exceptions. Despite their optiechakracter, most MS have
incorporated them in national I&¥%. Moreover, cases on exceptions to i generisright
are highly limited.

The academic and research sector, public interest groueaal experts heavily criticised
the exception regime of thsui generisright. They voiced the view that the list was
excessively restrictivé®, leading to an imbalanced relationship between the datab&sesma
and the databases users. Other points of criticism highlighotitgated’ types of exceptions.
Private use is limited to non-electronic datab&8e$his may reflect the directive’s origins,
when electronic databases were not as widespread. The teactingsaarch exception does
not extend to public communication, even though communication is antiaksemponent

of these activitie€®. An often discussed proposition in the literature, taken up bgrake

133 Apis-Hristovich EOOD v. Lakorda Apn 128).

134 The separate question of text- and data-mininpbeitreated later at 5.5.4.

135 Innoweb BV v Wegnéfn 106) the decision only dealt with the rightrefutilisation.
136 Ryanair v AtrapalpCase STS 572/2012, 9 October 2012.

137 Study Annex (legal analysis) 15.

138 Study 3.3.3. See also 5.3.4.3 on TechnologicakBtion Measures.

139 Article 9 (a).

140 Article 9 (b).
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stakeholder¥?, is the alignment with the exceptions in the InfoSoc Directitds would
effectively render thesui generis exceptions similar to the exceptions to copyright
databas¥? The majority of commercial database makers expressgaticiesm about such
alignment, as it may induce further uncertainty and fragmentatiom ¢fneeoptional nature
of the InfoSoc exceptions.

In addition, another criticism emanates from the researchaaademic sector as regards
contractual override. Indeed, if Article 15 of the Directive readaticle 843 on lawful users
rights imperative, ama contrario interpretation would mean that the other exceptions can be
overridden by contratt. This two-fold regime for exceptions is source of legal uniteyta

for users®.

5.3.3.7 Lawful user

Under Article 8, ‘lawful useré?® are allowed to extract and/or re-utilise insubstantietispaf

the database for any purposes. This right, which constitutesidamental access/re-use
provision of the Database Directive, cannot be overridden byamtiif. The interpretation of
the concept of ‘lawful use’ by national courts appears to havedaignificant confusiofi?,

The provision has been characterised as redutf§antunnecessary by academics and seems
to create considerable uncertainty among stakehdienational courts also seem to
interpret ‘lawful use’ inconsistently, with issues arising in more ifipaased®..

Indeed, Article 7(1) grants database maksus generisrights on substantial parts of
databasés$? This implies that, on insubstantial parts, database makerstdmve any rights,
meaning that any user should be able to extract and re-use thdsstansal parts, provided
that such acts are not repeated and systelthtithe additional condition placed on the
lawful user in Article 8(1) may lead to confusion and also to a Iplessiterpretation that the
sui generisright applies over insubstantial parts of databases. Yet thea specific reason

141 See Study 3.7.3.

142 The exceptions to the copyright database rightteeesame (Article 6) with the significant diffecanthat the
‘traditionally authorised’ exceptions to copyrightder national law are allowed (Article 6 (2) (d).

143 And Article 6 (1) copyright part.

144 study Annex 1 (legal analysis), 19. 1. And therefice made to Guibault, Luci@opyright Limitations and
Contracts: an Analysis of the Contractual Overridiyp of Limitations on Copyright (Kluwer Law
International, 2002).

145 See Study 3.3: ‘Concerning the exceptions of tambase Directive, the barriers experienced byektzkers
are mainly related to their limited breath of scopéso in Study 3.3.3.

146 Both exceptions (Article 9) and users rights (Ai8) explicitly refer to the notion of lawful use

147 Article 8(2) and (3) deal with acts a lawful useannot perform, i.e. where it conflicts with normal
exploitation of the database and unreasonably ¢i@gs the legitimate interests of the maker of the
database, and where it causes prejudice to thetold copyright or related right in respect af thorks or
subject matter contained in the database. Artidle8to be read together with Article 15, whichdexs it
imperative — meaning that contractual overrides#tris rights as laid down in Article 8 is prohilite

148 See Study 4.1.14 and Annex 1 (legal analysis}, add 14.2.

149 E. Derclaye,The Legal Protection of Databases: A Comparativalysis, Edward Elgar, 2008. — Study
3.3.2 and its Annex 1, 14.

0 See e.g. Derclayibid, 127 (citing Havelange and Mallet-Pouijol).

151 For example, controversy arises from the ambigoftdefinition of ‘lawful user’ concept in the cant of
database sublicensing, reported in polish case law.

152 Study Annex (legal analysis) 14.1.

153 Article 7 (5).
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why Article 7(1) only grants control over substantial parts, fgwut insubstantial parts
ranging from one single datum to small parts.

The only function of Article 8(1) would be to read it togethehwitticle 15, which prohibits
contractual override in that case. This would mean that Artidg @¢fly benefits a ‘lawful
user’ in the context of a contrazt

The standing legal uncertainties of thesui generisright do not prevent some
efficient outcomes under the current factual scope.

5.3.4 Other protection mechanisms for database makers

The efficiency of the Database Directive, and in particulasth generisright, also needs to
be analysed vis-a-vis other forms of protection. After all stiggenerigight is an extra layer
of protection built on top of, notably, contract law and unfair coitipetprotections. How do
these forms of protection interact in practice withshegenerigight?

5.3.4.1 Contracts

Contracts are the most widespread form of database pooteatid can of course be applied
also to databases protected by #hé generisright'®. In the public consultation, on the
guestion ‘Which of the following do you rely on to control extractiomesuse of the content
of your database(s)?’, a high percentage of database owner$gb2arswered that they
always use contractual provisions and clauses, including terms and conditions.CEm¢age

is considerably higher in the publishing sector (78.6 %), financesarkiny sector (100 %)
and IT sector (80 %). In contrast, 60 % of the academic, resaadckcientific sector replied
that they rarely use contractual clauses as a means of protection.

On the question of whether national contract law gives more legtdinty than thesui
generisprotection when it comes to prevention of extracting onsieg database content,
40.3 % of the respondents answered that they agree/strongly agree and tBatlthey
disagree/strongly disagree. By sector, 78.6 % of the respondents hglomdghe publishing
sector disagree with the previous statement, while the eaded research sector seems to
be divided, with 40 % agreeing and 40 % disagreeing. Finally, 83.3 % cfervice
respondents agree or strongly agree that national contract law providesnargycthan the
sui generigight.

Database makers participating in the workshop explainedvihd¢ contract agreements
regulate the relationship with their clients, #hé generisright protects them against third-
party infringementS’, and is therefore a very useful complem&nBesides, as explained by

154 1bid (n 16) 4009.

155 Absent thesui generisright, contracts are widespread in the UnitedeStaivhere technological protections
are also very common.

156 See Study Annex (workshop).

157 See Study 4.2.2.
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database makers in the online survey and during the workshop, corfractso used to
waive thesui generisright'®®. From the point of view of database users, as revealed by the
online survey, a majority of them found contracts to be an impastargry important barrier

to access”,

In a recent case, the CJEU held that the Database D&étinot applicable to a database
which is not protected either by copyright or by e generisright under that directive, so
that Articles 6(1), 8 and 15 of that directive do not preclude theoawlf such a database
from laying down contractual limitations on its use by thirdipartwithout prejudice to the
applicable national law®®. This confirms that database makers, in cases where their
databases are not entitled to be protected by copyright sutlyenerisright, are authorised

to impose contractual restrictions that would not have beenbp®ssithe framework of the
Directive. But it has also other implications.

As explained in the Stud$, the CJEU decision leads to the paradox that a database that i
not!%2 protected by copyright asui generisright may receive a stronger protection through
contracts. In this latter case, the database maker isofidetermine the contractual conditions
of use of the database without being limited by the provisions iDitleetive. For instance, a
database maker could ignore exceptions as laid down in the Dafaivastive when drafting
contractual terms. While some stakeholders explain that tbisiae did not affect their
methods for handling databases, they also admit that the incliresquences of the Ryanair
case are unfolding and not sufficiently knd@ Indeed, as pointed out in the Study, the
significance of the decision probably depends on how far a particountry’s laws treat the
contractual terms imposed by the website owner as binding as'%sd or instance,
according to the Court of Appeal of Amsterddm contractual provisions in a database
manual have been deemed to be unenforceable, even though the datgbaséion was an
unprotected database.

5.3.4.2 Unfair competition

The case law suggests that th@ generisright efficiently dealt with unfair competitive
practices which some MS already prohibited through other rtf€afi$ie sui generisright
thus often functioned as a special unfair competition rule agaécsiptive conducts between
businesses such as passing off someone else’s product as oné’s own

158 See also Study Annex (legal analysis) 19.2.

159 See Study 4.2.2.

160 Ryanair Ltd v. PR Aviatio(fn 107) See the Study 2.3.2 and its Annex (legallysis) 19.1.

161 Study, 2.3.2.

162 Or no more, meaning public domain databasessestudy, 2.3.2.

163 Ryanair Ltd v. PR Aviatio(fn 107) See the Study 2.3.2 and its Annex (legalysis) 19.1.

164 Study 2.3.2.

165 Court of Appeal of AmsterdarPearson v Bar Softwar@2 November 2016. See the Study 2.3.2.

166 See the CJEU casespis-Hristovich(fn 133) Innoweb v Wegndfn 106). We refer to unfair competition in
the context of business-to-business, not business-taxem@ns

167 See Directive recital 6.
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What remains unclear is the articulation between unfair cogoelaw and thesui generis
right in countries where both protections exist. The main questiwhather thesui generis
right should work alternatively or cumulatively with unfair competitioresul

The CJEU has not yet provided a clear answer and MS prachieegef®. Some seem to
allow for cumulated protectidf’, in others unfair competition is only used in absencsuof
generis’®, while in many the situation is unclé&

Apart from the legal uncertainty, the valid concern with cunmgathese protections is the
resulting overprotection for makers and potential chilling effecufers’? This could result
in doubling damages for the same infringement, and it may dejiimate database users.
For instance, a user may think that a database unprotecteddw generigight is free to be
used, yet it still may be unlawful to use it under unfair competition.

However, currently this concern remains secondary. The case |mmwitesd and both the
public consultation and the online survey suggest that makery/ naly on unfair
competition law as a means of protectiGn

5.3.4.3 Technological protection measures

The online survey carried out in the context of the Study demonstratgd el of reliance
among database producers on technological protection measures) ($&dsas access
control, passwords or encryptigfh This attraction is possibly explained by the increasing
technical efficiency of TPMs and the legal protection againstcircumvention enshrined in
the InfoSoc Directive’®. However, unlike database rights, TPMs are not relevant for non-
digital offline databases and, more importantly, they are intedinkith database rights
because the legal protection against anti-circumvention extariggo protected databases.
Where TPMs do not intend to protect databases protected undeatdigase Directive, they
will not receive any protection against circumvention. The enforcewieitrMs is fully
dependent on the legal protection given to databases. Thereforeghlthey are important

in practice, TPMs do not function as alternatives to databgits;rrather, they operate to
technically reinforce database rights.

168See related case C-604H00otball Dataco Ltd and Others v Yahoo" UK Ltd #bithers.

189F g. Germany in the Study 4.2.3. One important joeigt in Spain suggests it similarigTS 988/200830
January 2008 (Studpid).

10 E.g. Netherlands: Study Annex (legal analysis)319

171 E.g. France’s not yet settled case-law Bgcom, Ouest France Multimedia v Direct Announ@@sur de
Cassation, stciv, 5/3/2009) Study 4.2.3.

172 See the opinion of an expert: Study Annex (ineamg) Interview 1.

173 Study 4.2.3. At the public consultation no respmrtdshowed preference for protection through unfair
competition law. Similarly, in the workshop compietn law was barely mentioned by stakeholders (both
makers and users) as a protection method.

174 Study 4.2.1: 24 respondents placed high or mogesdiance on TPMs, 18 on contracts and 17 on datab
rights. E.g. websites can be protected by a CAPT@¢Anology see the Studyid.

175 Article 6(3) of the InfoSoc Directive states thathnological measures are ‘designed to prevemngsirict
acts, in respect of works or other subject-matidrich are not authorised by the rightholders of any
copyright or any right related to copyright as pded for by law or thesui generisright provided for in
Chapter Il of Directive 96/9/EC’. Article 6(4) an®) explicitly state that ‘when this Article is plged in
the context of Directives 92/100/EEC and 96/9/E@; paragraph shall apply mutatis mutandis’.
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According to stakeholders and experts, TPMs may have a detiinedieict on safeguarding
the balance of interests between users and maker®Ms may render lawful user’s right —
which is indeed protected against contractual override — andtextepmore difficult to use
by making these permitted uses subject to technological nesagspecially in the case of
online databasé§. This problem is not, however, unique to the databases and themofmbe
issues reported is so far limited.

Contracts play a primordial role in protecting the investmentin databases. Their
importance is only matched by technological protection measuse according to
database makers. Unfair competition law seems to have considerably lesportance.

5.3.5 Ongoing Digital Single Market legislation’s impact on efficiency

In September 2016, the Commission released a proposal foeetiiron copyright in the
Digital Single Market’® The provisions in the proposed Directive equally apply to the
database rights (copyright aedi generi¥ and to copyright. The proposal includes a number
of provisions to which databases are relevant. The exceptiotiextoand data mining, for
illustration for teaching and for preservation of culturalithge also apply to the rights
granted under the Database Directive, in particular the oigigproduction (Article 5(a)) and
right of extraction (Article 7(1)). In particular, the propds#rective requires MS to provide
for an exception for reproductions and extractions made by resmgeanfisations to carry out
text and data mining (TDM) of works or other subject-matter kackv they have lawful
access for the purposes of scientific research. Contramtagide is prohibited, meaning that
it is legally forbidden for anybody to circumvent the TDM exceptigncbntract. Besides,
TPMs can only be implemented following the rules of Article &4paragraphs 1, 3 and 5
of the InfoSoc Directive, to the exclusion of Article 6(4) subparagraph 4

Therefore, the new proposed exceptions, if adopted, are expedtegdrove the situation for
researchers also as regardsdhiegenerigight.

Ongoing legislative proposals on copyright, if adopted, will play an iportant
role in increasing the efficiency of the Database Direate, especially in terms
of improving its re-use regime.

176 See 5.1.3 and Study 4.2.1.

17 Subparagraph 4 of Article 6(4) of the InfoSoc biiee explicitly excludes the safeguard mechanismPM
when databases are ‘made available to the publagoged contractual terms in such a way that mesrdfer
the public may access them from a place and ataitidividually chosen by them’.

178 Proposal for a Directive of the European Parlian@erd of the Council on Copyright in the Digitah§le
Market, COM(2016) 593 (14.9.20186.).

179 Article 6(4) subparagraph 4 states that: ‘The jsions of the first and second subparagraphs sbéalapply
to works or other subject-matter made availabldéopublic on agreed contractual terms in such yativat
members of the public may access them from a @adeat a time individually chosen by them’.
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5.4 Relevance

The Database Directive deals with a subject — data —ishbecoming more and more
important in the digital econom®’. In this sense, the Directive as such is still very relevant
today because it has avoided the previous regulatory fragmentatithe iprotection of
databases. As stakeholders adfhita return to such fragmentation in the data economy
context could have very negative effects for the Digital Single Market.

Yet, based on the available evidence, as in the 2005 Repomnittdae concluded here that
the sui generigight has fulfilled all its policy objectives, especialtyterms of creating more
incentives for investment in databases, nor in contributingoanced environment for data
to flow between relevant parties.

Notwithstanding this background, no major problems were detected, samie benefits of
the Directive can still be highlighted.

For example, database owners, especially from copyright avlpng industries, stress the
continued relevance of the Directive in terms of legal claritythadextra layer of protection
that it provides for them, especially in relation to third eat¥. At the same time, database
users, while still calling into question the overall efficiencyhaf access regime, can now rely
on provisions that allow limited access to databases whicpratected by contracts, clearly
the most widespread and important form of protection, and thus gain certaicideigya®

As it has been mentioned before, the 2004 CJEU ruling, which dfbattie scope of the
Database Directive, has greatly contributed to this relgtiworkable situation. But given
this ruling, how relevant is the Database Directive in the data econortgxtd

5.4.1 Machine-generated data, digitisation and thsui generisright

It is generally understood that raw machine-generated databdsels, iivcan be argued, are
central to the data economy environment, are not protected Isyitigenerisright'®*. Such
databases would not meet the condition of ‘substantial investragroburts, following the
2004 CJEU ruling, will conclude that the data forming these datalmasesnot ‘obtained’

(i.e. seeking out existing independent material to commeeialdatabase) but ‘created’ (i.e.

as a by-product of the central activity of the firm) — thathey may largely be considered
‘spin-off’ database$®. Thus most of the investment going into generating such databases
should not be taken into account when assessing the case. As sta&edi@aris a relatively
efficient situation for theui generigight.

180 See Study 5.

181 See Study Annex (workshop) 3.3.

182 See Figure 25 of the Study.

183 See Figure 21 of the Study.

184 According to Leistner this opinion about the eféeaf theBritish Horseracing Boardnd Fixtures Marketing
cases is widely shared: “many authors have deriatlin typical big data scenarios, the investmerfts
‘producers’ of sensor or machine-generated datalldfinds will be excluded from the sui generishtig
because in most practical cases, such investmentklave to be regarded as investments in thatiorg
of data.” Leistner (fn 102) 28. (Leistner criticisthis trend in the literature.)

185 See 5.3.1.
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Similarly, most of the process of digitisation that affeadtandustries, involving the intense
use of multiple databases and big data, would generally falldeutee scope of theui
generisright, as the data confirming these databases would be a by-pabddibetcompany’s
central activity: data would not be ‘obtained’, but ‘created’.

This would also apply to webpages created by most companies whichfallimig within the
definition of database contained in the Database Directiveld be made of ‘created’ data
rather than ‘obtained’ data, and thus would not be prot&éted

Yet there is some, albeit limited, debate on the issue. Tdgetrhas been the revival of the
2010 German Federal Court of Justice (BGH) decisiataqbahnmayt where machine-
generated data, namely data about motorway use, was deemed tebeg@ras sui generis
database.

In the case, the German Federal High Court of Justice accephighway company’sui
generis right in a database of machine-generated toll ‘Hatdhe court found that the
company invested money in the recording of pre-existing data (‘obtgimimgars using the
highway and in the processing of such data through software (‘verifyim’paesenting’).
The case is revealing, as the highway company resemblas-affsgatabase producer, yet
the company successfully claimedsai generisright in these, in essence, traffic data.
Stakeholders from the automotive industry provided similar exampkesating with this
case: for instance the car industry’s incorporation of senseer$¥¢. These data are vital for
other, potentially competing services such as car maintenarsee@ndary vehicle accessory
producers.

If courts, possibly prompted by litigation strategies of sonagket players, start to adopt a
broader understanding of investment in obtaining, verification ancemeg®n, then the
interpretation of the scope from 2004 case-law may be contested.

Moreover, in the context of automated data collection by sensor-equipped, cdnimetaet
of Things’ objects, it becomes increasingly difficult to distinguietween data creation and
obtaining of data when there is systematic categorisation of dateyabg#he data-collecting
object (e.g. industrial robots). Also, business models are changiagesslt of digitisation
and the economic importance of what today may appear to lyepeodiuct of a physical
process (data generation) may be at the core of the significantdsusindel of tomorrow.

Indeed, according to the online survey participants, the collectiontafrdguires higher
investment efforts than setting up databases. 39.6 % of ownersesponded the public
consultation said that they have invested substantially moreeircdntent of the databases
than in the production of the databases themselves. The verificdtitre content of the
database is also regarded as a cost-intensive activity by most datsdics's.

186 For example the Ryanaivebsite, whose content comes mainly from the dgtiof the company itself, is
notably not protected by theui generisright (see 5.3.3.1). By contrast, websites thahmte data from
different external sources might be protected fgysthi generisright, thus potentially making meta-search
and web- scraping illegal in that context. Seead the semindhnoweb(fn 106) case at the CJEU.

187 Autobahnmaufn 43). See e.g. Leistner (fn 1029.

188 See Annex 3 (workshop).
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In addition, one of the database makers interviewed for the Studyomeshthat the budget
to pay software engineers that curate and maintain the datalibsehighest in the company.
This database maker uses an open-source database managsteemtiraplemented by its
software engineers who develop software scripts for acquadmgent automatically from
different sources and earn EUR 2000 a month. However, the dataridatebases not only
requires automatic processing and formatting, but also manual giragesid quality checks.
These manual tasks are done by data operators whose remomniergElUR 300-400 a month.
Moreover, there is case-law where relatively small investndnggered sui generis
protectiort®,

While this anecdotal evidence does not change the conclusion of ttexllsabpe of theui
generisright, it suggests the need to monitor the situation.

5.4.2 What would be the consequences if the currestii generisright extended
broadly into the data economy?

The proposal for a Database Directive was first adbptd 992, with the CD-ROM market as
referencé®™. At that time, the European market accounted for 15 % of tbeuption of
commercial titles, compared to 56 % for the US market. EU yahakers detected a
potential for growth in the information market in general, at tina¢ tlominated by copyright
industries, and created a policy that constituted a bold quasiHeepé to create new
economic incentives for EU industfy.

While thesui generisright continues to be applicable to a limited number of detedy the
economic context in which it was created has nothing to do with the current one.

As the digital economy progressed, and digital technologies diffuseditémse production,
use and trading of online databases went well beyond traditiomsiright industries.
Practically all economic sectors are deeply involved in thatiore of data, with variable rates
of growth'®2. The value of the data market for the EU-27 was estimated Rt2B8 billion in
2016, representing over 1.92 % of EU-27 GBPAccording to the European Data Market
Monitoring Tool, the growth rate of the value of data between 2015 and 201%.5#sin
the 28 MS, with mining and manufacturing (21.5 %) and the financigdrs@®.8 %) having
the highest market share.

189 See 5.3.2.4.

19 Reference taken from explanatory memorandum of Dhtbase Directive. With the advent of online
technology, the production of databases contairetligively on CD-ROMs has been substantially reduce
in the EU market, but they can still be found innpébraries.

Pl Hugenholtz (fn 46) 205-222.

192See 5.4.

193|DC and Open Evidence (2017). European data m&K&RT 2013/0063- Final Report.
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Figure 5: Value (million euros) of the data market by industry from 20136 2016

Source: European Data Market Monitoring Tool, 2016

Moreover, with the arrival of online technologies, the database indtsstlyhas experienced
fundamental changes to its technology and cost structure, whichebamd® much more
efficient (more databases can be produced with less investffient)

Data itself, however, has a competitive value only when it isegsad, analysed and turned
into communicated knowled§®. The non-rival nature of digital data means that data can be
used multiple times and by multiple users without diminishingalue. The social optimal
regarding digital datasets is attained when data analysiaxsnised, as far as this openness
does not lead to the undersupply of data, and thus to a markete.faillith online
technologies, these characteristics are intensified

Thesui generigight is an extra layer of intellectual property on datasetslamentally built

on top of other legal protections, such as contracts, copyrighty wofapetition rules or
trade secret law®’, the intention being that more databases will be produced and made
available at a socially optimal market price.

If this dynamic setting is not achieved, especially in relati@nsihgle-source datasets,
economic theory suggests that the right might simply be restridtenggill-over effects of
digital data, allowing companies to either keep data inacdéedsibanti-competitive reasons,

194 See Study Annex (economic analysis).

195 EPSC Enter the Data Economy — EU Policies for the TimgvData EcosysterfStrategic Notes 2017).

19 For instance, a dynamic online dataset on ther@mvient can be used by the entire pharmaceutidaktry,
automotive companies, the whole academic commugiity in real time and without diminishing its
possibilities of use.

197 See 5.5.4.

38



or increase prices above the competitive level, in bose<artificially restricting data
flows!%,

The 2005 Report of the Commission identified as one of the prolakthe sui generisight
the fact that, in practice, the right ‘comes close to protectitayataproperty®°.

While it seems that the Directive had no such inteAtforthe wording used to define the
object of protection indeed suggests thatghiegenerisright may become a form of indirect
property in data. Indeed, thsli generisright prevents ‘extraction and/or re-utilisation’ of
substantial parts of the contents of the database. Copyright, athérehand, protects the
‘selection or arrangement’ of such data, and explicitly stat@sticle 3(2) that the protection

‘shall not extend to their contents and shall be without prejudieayarights subsisting in

those contents themselves'.

Thus, while infringing database copyright would imply copying the wayhich the data has
been selected and arranged (i.e. substantially re-arrangiragrtextrdata would not be an
infringement of copyright), theui generisight puts much more emphasis on protecting data
as such.

Economists tend to concur with this assessfEnwhich was also a basic argument for the
US to abandon the idea ofkai generigight in the past. As the 2005 Report identified, there
has been a general understanding that extending property rightsvtalata would be
problematic at various levels. Yet the debate around a data siimeight has clearly
revived, and is currently part of the policy reflections on th& deconomy around the
globe?®?,

In the EU context, the European Commission recently published anwoication on
‘Building a European Data Econoni{? and accompanying documet®s in which, referring

to an intense academic del¥8tethe possibility of creating a data producer’s right for non-
personal or anonymised data is one of the options discussed.

The aim of such a right would be less about providing an iiveefior the creation of
databases (as tlsai generisright intends) than about enhancing the tradability of data as an

198 See e.g. European Commission — JRBe Economics of Ownership, Access and Trade intaDiData
(JRC Technical Reports 2017).

199 The 2005 Report p. 24. It is also important to timenhere the inadequacy of the access/re-use eegfrthe
Database Directive for big data uses. See 5.3.5ahil.

200 Recital 46 of the Directive states that the generigight ‘should not give rise to the creation of@nright
in the works, data or material themselves'.

201 See e.g. JRC report fn 198.

202 |n China for example.

203 See the Commission Press Release on 10 January: 2bftps://ec.europa.eu/digital-single-
market/en/news/commission-outlines-next-steps-tdas@uropean-data-economy.

204 Commission Staff Working Document on the Free FtdviData And Emerging Issues of the European Data
Economy — accompanying the document CommunicatidtdiBg a European data economy, COM(2017)
9 final (10 January 2017).

205 Herbert ZechA legal framework for a data economy in the Eurap&igital Single Market: rights to use
data’ (2016) Vol. 00 Journal of Intellectual PropertyRactice 1. See more: Thomas Hoeren: ‘Big data and
the Ownership in Data: Recent Developments in Eir(f014) 12 European Intellectual Property Review
751.
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economic good. Ideally, data would then flow towards the entity that wexildct more
value from it.

Some of the contentious issues of the debate revolve around imalageographical scope
of the right, the scope of the data covered, the criteria usdbt¢ata the right to persons or
entities, the possible exceptions to the right and the need f@lemmntary measures, such
as the creation of access rights for certain types of data.

Thesui generigight has an implicit position on each theme. It is espgcainificant to note
that it indirectly allocates data ownership to whoever took tlkeimishe ‘qualitative and/or
substantial investment in either obtaining, verification espntation of the contents’ (Article
7(1) of the Directive).

Putting aside the general considerations of this policy debate, ihea@me doubt as to
whether the criteria offered by tlseii generisright to allocate ownership are economically
optimal and target the proper areas of value generation inghal d@iconomy. The evidence
presented in this report points to the same doubts.

It is worth noting that more than half (54.4 %) of the respondentsetpublic consultation
consider that the directive is not fit for purpose in the contexinahcreasingly data-driven
economy. If thesui generigight was to be turned into an economically effective andieffic

data ownership right for the digital economy, a thorough assessmentdféhent allocation

and access options should be undertaken. Such an assessment shindthdésonost of the
analytical considerations presented in this report about the legat@horgs of the right.

The Database Directive is still very relevant, as it restrig regulatory
fragmentation which could be detrimental to the Digital $hgle Market. The
right’'s narrow scope avoids problems in the digital context. Thenteraction of the
sui generisright with the broader data economy is not fully clear at ths stage and
would need to be further monitored.

5.5 Coherence

5.5.1 Interplay with the Public Sector Information Directive

Directive 2003/98/EC on the re-use of public sector informatio®&rDirective) provides a
common legal framework for a European market for government-heltPtatiae goal of the

PSI Directive is to stimulate the growth of the Europedarmation market by allowing re-
use of public sector information. In 2017, the Commission carriedaoptblic online

consultation on the review of the PSI Directive, as part op#hedic review obligation laid
down in the Directive itself.

206 Directive 2003/98/EC of the European Parliament afithe Council of 17 November 2003 on the re-afse
public sector information, entered into force on Bé&cember 2003. It was amended by the Directive
2013/37/EU, the amended version entered into foncé7 July 2013.
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Public sector bodies can hadi generigights as laid down in the Database Directive if they
have invested ‘time, money and effort’ in establishing a datalzesl they want this
investment to be protect®d In practice, public bodies may invoke the generisright to
escape the application of the rules of the PSI Diretfive

A contradiction may appear between the aims of the two msints. The PSI Directive aims
at making as much public information available for re-use asiles(with the smallest
number of exceptions possible), while the Database Direttimeght to create a legal
framework that would establish the ground rules for the protecioa wide variety of
databases in the information aff&'(also public datasets). The vast majority of interviewees
and research bodies underlined that both directives are not fullyatiise — an opinion that

is not shared by publishété

The PSI Directive contains recit&tsthat aim to provide clarity on the relationship between
intellectual property rights and the obligations under the Pf&cbve. However, in practice,
legal certainty could be improved, at least as regards taplay between the obligations
under the PSI Directive and teai generigight held by public sector bodies.

Case law suggests that such uncertain reading of recitals mighplagy in practice. Also, in

a French court case a judge decided that local authorities allereed to deny re-use of
genealogy data to a website based osuisgenerisright. This judgment was overturned by
the Conseil d’Etat'? which ruled that theui generisright cannot prevent the re-use of data
under the rules of the PSI DirectiV® Also, in a 2012 CJEU judgment, the Austrian
government assertedsai generisright over the official companies register in an attempt to
deny its re-use by private companies. While this last casenataspecifically about PSI but
competition lave*4 the case also highlights the uncertainty surrounding seiwgeneris
applies in cases of public data re-use.

Moreover, various instances were reported by practitionersewther authorities exercised
their sui generisright to block access to and re-use of public information sugoslation
census data or official map and traffic ddtaAs a result, even if courts resolve the conflict
of the directives to the advantage of the public information resufige transaction cost of
litigation is a relevant factor to take into account.

207 Combined Evaluation Roadmap/Inception Impact Assent, Review on the Directive on Re-use of Public
Sector Information, European Commission, 2017 ;#Mép europa.eu/info/law/better-
regulation/initiative/112354/attachment/090166e550f en.

208 For an in-depth analysis, please see Study 5nt3tsAnnex 1 (legal analysis) 19.

209 DG Internal Market and Services working paperstrévaluation of Directive 96/9/EC on the legaltpotion
of databases, 12 December 2005.
http://ec.europa.eu/internal_market/copyright/ddatbases/evaluation_report_en.pdf.

210 5ee Study 5.1.3 and its Annex (legal analysis) 19.

211 See original PSI Directive: 2003/98/EC Recitals 22

212 Conseil d’Etain® 389806 (8 February 2017).

213See ABR v S n. 07/786, AMI 2009-6 (29 April 20@@pllege B&W Amsterdam/Landmark) See Study 5.1.3.

214 Compass-Datenbank GmbH v Aust{@:138/11, EU:2012) The case predates the lasifivatibn of the PSI
Directive (2013/37/EU).

215 In absence of case law it is not clear whetherdbal basis of re-use of public information rethtee PSI
directive or not. Information gathered from a stakder in the course of the public consultationtbe
evaluation of the Database Directive in 2017. Serad hocconsultation with a public interest stakeholder.
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The misalignment is to some extent confirmed by the results qiulbiec consultation on the
PSI Directive, in which 34 % of respondents agreed that thafmEDatabase directives are
well aligned, while 30 % disagreed and 46 % did not expresstiaytar view. This trend is
confirmed by the public consultation on the Database Directiveyhich 29.8 % of the
respondent stakeholders thought that the Database and the P®Vediraere not coherent
legislation, while 31.5 % thought that they were while 38.5 % did not expressraono

At the same time, and despite these occurrences, the intenti@wags been for the PSI
Directive to take precedence over s generisright contained in the Database Directive.
Therefore, clarifying that thsui generisright should not stand in the way of the obligations
set out in the PSI Directive would appear welcéthe

5.5.2 Coherence with EU’s Open Data policies for research activities

The Recommendation to Member States on access to and ptieserga scientific
information (C(2012) 4890, 17 July 2012) offers key principles for operss policies for
research'’. The EU Framework Programme for Research and Innovation applgesdpen
access rules for research activiti€sThese policies exist also at national level. The rationale
behind open access policies for research is that pulfliolyed research should in principle
be openly accessible and re-usable. The question is whethathlease Directive prevents
the research community from applying open access policiesgasds the dissemination of
their research resufts.

It emerges from the public consultation that the researcimewmnty is of the opinion that the
Database Directive is not coherent with the EU’s open relsatata policies for researéf
This trend was confirmed by the interviews and the online surveigdaut in the context of
the Study?! and also during the workshop where stakeholders from researchsisephthat
the directive negatively affects research and innov&tion

Despite these difficulties and shortcomings stemming from Dh&abase Directive, the
emergence of open databases in the database landscapensrg an important trend, even
beyond the research sec®dr In sectors where the core activity is the sharing of datali(p

216 The French Lemaire Act solved this interplay betwéhe directives clearly stating that ‘Withoutjptice to
intellectual property rights held by third partiéise sui generisrights of public sector bodies as defined in
Article 2, under Article 781 and 85 of the DatabBse=ctive, cannot hinder the re-use of the costefithe
databases made available by these public sect@ehimdapplication of the rules of the PSI DireetivThis
French law may be taken as an example.- See theeP&it COM(2018)234.

217 A technical update of this Recommendation is psepcas part of the third data package: C(2018)2375.

218 Guidelines to the Rules on Open Access to Scierfiifiblications and Open Access to Research Data in
Horizon 2020 (updated in March 2017).

219 See the Study 5.1.4.

220 To the question ‘Is in your opinion the Databasee@ive coherent with the EU open access policies
regarding research activities’, 11.1 % disagreeeépondent), 66.7 % strongly disagree (6 resposjientd
22.2 % don’t know (2 respondents).

2?1 Please refer to the Study 5.1.4 and its Annexai@survey) and 4 (interviews) .

222 please refer to the Study, Annex (workshop).

223 Study Annex (legal analysis) 19.2 and 19.4.
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administration and open access operators), creative commamsekcgzersions 4.0) are often
used to waive theui generigight??4

Open access is nothing but a way for database makers tasex#reir property right as
granted by the Database Directive. In that sense, decidingptisip databases in open access
is fully consistent with the Database Directive.

5.5.3 Coherence with other relevant copyrighécquis

When the Database Directive was adopted in 1996, there wiigs Harmonisation of
copyright. Since then, thanks to the adoption of several dirsctivainly the InfoSoc
Directive, key aspects of copyright and related rights have been hagdéni

Nevertheless, several doctrinal and terminological inconsistebetesen the copyright part
of the Database Directive and the InfoSoc Directive have beamed out, the most
important being the difference in the lists of exceptihsvany respondents to the public
consultation expressed a preference for alignment acrossxtieption regimes to increase
coherenc#’. Similarly, some stakeholders and experts seem to favouregrealtierence
between tha@cquisand the Database Directive in gen&al5.2 % of the respondents to the
public consultation considered that the Directive was coherngmtheacquis against 28.9 %
who disagreetf®. Overall, the potential incoherencies do not seem to have produced/@egati
impacts in practice, as no significant problems wererted during the evaluation. Finally,
the newly adopted directive implementing the Marrakesh Treaibled MS to adopt an
exception to both database rights, thus increasing coheretiwaicquis’. This applies also
to the proposed Digital Single Market Directive, wherettiree proposed exceptions would
apply not only to the rights as laid down in the InfoSoc Directive, st to the rights
enshrined in the Database Directive (both copyrightsamdenerigight).

5.5.4 Coherence with the Trade Secrets Directive

A directive on trade secrets (or TSD) was adopted recentthiéo European Parliament and
the Counci#t®’. The TSD sets out rules for the protection of undisclosed know-molv a
business information against their unlawful acquisition, use and diseldswverlaps with
the Database Directive, but in a way that does not pose anyicghithallenge or change

224 See the Study 3.5.4 and its Annex (legal analyi$is)

225 See the Study 5.1.1.

226 Article 6, InfoSoc Directive Article 5.

227 See the Study 5.1.1.4.

228E. g. the Study Annex (interviews).

229 On the sectoral level, 86.7 % of the publisheepresentatives, 66.7 % of the IT industry considlehe
Directive to be coherent with thecquis whereas 77.8 % of the academic research andtificiesector
supported the opposite.

230 Directive (EU) 2017/1564 on certain permitted usésertain works and other subject matter protedtig
copyright and related rights for the benefit ofgmers who are blind, visually impaired or otherwpsit-
disabled and amending Directive 2001/29/EC on thembnisation of certain aspects of copyright and
related rights in the information society.

231 Directive (EU) 2016/943 of 8 June 2016 on thegrton of undisclosed know-how and business inftiona
(trade secrets) against their unlawful acquisiticse and disclosure.
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the utility value of thesui generisight?®2 The two legislative pieces are, therefore, coherent
parts of theacquis

The TSD’s subject matter differs from thai generisight in several respects. It extends to
any information, unlike theui generigiight, which in principle does not extend to mere facts
or datg*. Related to that, theui generisright only extends to the substantial part of a
database, but not the insubstantial $arCrucially, the TSD only protects secrets that are
unpublished, whereas the database protection extends to databasespaditlished and
published (i.e. made available to the public). Finally, the T3hulstes as a condition for
protection that the commercial value of the trade secrénhked to its secrecy. By contrast,
thesui generigight protects against any unauthorised use, regardless of the puaitad@ity

of the database.

It is possible for both the trade secrets right andstiiegenerisright subsist in the same
dataset. This situation is not problematic, as cumulatigtegtion for intellectual property is
widely accepted and practised. Nevertheless, the two instreinséiould not be seen as
alternatives offering equivalent protection. Trade secrets piatecif subsisting in a
database, only offers protection against unpublished (i.e. noawalable) databases. In
practice, the TSD may only offer protection to database makerases of piracy, such as
unauthorised disclosure of as yet non-commercialised databaseh, isvifiar from a typical
infringement case.

There are no major incoherencies between the Database Bative and
other EU legislation. However, a clarification of the interactionwith the
PSI Directive would be advisable.

232 The coherence analysis only extendsttibgenerigight, as meaningful overlap with copyright is kexted.
233 Database Directive Recital 45.
234 Article 7.
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5.6 What is the EU added value of the intervention?

The EU intervention in the harmonisation of copyright protection andyenerisright of
databases is rooted in the single market logic. It is thedrthe Database Directive managed
to reduce substantially the regulatory differences betweer®M$he previous highly
fragmented regulatory situation was clearly detrimental to a well-humioty database market.

This seems to be borne out by stakeholders and experts, whosexpbeegenerally positive
opinion about harmonisatié#¥. Several responses to the public consultation reflected thi
attitude, pointing to the easier cross-border application of ds¢ahdes, the level playing
field across Member States and the greater legal certainty.

The EU added value concerning the Directive is even more relewatitei context of
increased digitalisation and the Digital Single Market stsatetnere cross-border production
and the trade in data and databases are instrumental for the oversdissoicthe policd?’.

The harmonisation of key legal rules about databases across tB#®J continues to
be the central value added of the Database Directive. In ¢honline, cross-border
Digital Single Market context, the importance of the EU intevening in the field
has substantially increased.

235 National contract and unfair competition laws ao& harmonised at EU level.

236 This was widely reflected at the workshop, wheanynhighlighted the value of harmonised framewark f
reasons of cost and legal certainty. See the Samahex 5 (workshop), 3.3. See also the Study 6tierd is
wide recognition (...) the manner in which the Direetcreates a harmonised framework applicable
throughout the European Union.’

237 European Commissioi, Digital Single Market Strategy for EuropeOM(2015) 192.
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6. CONCLUSIONS

In general terms, the conclusions of the 2005 evaluation repogil}f — the Directive has
been quite effective in harmonising database protection in Eusap#jere is no evidence to
conclude that theui generisright has been fully effective in stimulating investment in the
European database industry, nor in creating a fully functioningesac regime for
stakeholders.

In terms of social welfare, it seems that the availabtgeption mechanisms (especially
contracts) could already be providing enough incentives for the producfi databases.

Therefore, regardless of the legal uncertainty associatedsaitie concepts included in the
instrument, which is in part eased by available case lavextamteeconomic value added of
thesui generigight as such seems to be of limited impact.

Nevertheless, theui generisright has some efficient elements. For example, it prevate
extra layer of protection from third parties (users who dohaoe a contractual relationship
with the database owner) that EU database owners value. Magrgivegr the anti-contractual
override provisions included in the Directive, users can sometofaém unilateral extraction
and re-use rights to databases protected by bosutlgenerigight and contracts. This could
be in fact reinforced by the ongoing policy initiatives, such as thepéens contained in the
proposed Copyright Directive.

Regarding the potential negative effects of slae generisright, i.e. linked to intended or
unintended data lock-up and related anti-competitive consequencemtiguthere is no
evidence pointing to relevant problems, notably in view of thedunsicope of application of
the right following CJEU case law.

Database owners willing to share or sell their data, andasdaseekers willing to access
such data, need sometimes to clear an extra administratives landIclear thesui generis
rights in their agreements. However, the generisright neither significantly facilitates nor
prevents access to data in relation to other protections, especidatiyoten

An exception is databases held by public entities covered byethsed PSI Directive
2013/37/EU. Thesui generigight might be invoked by public entities to prevent the e-afs
data prescribed by the PSI Directive. For these cases, swificetaon would be needed.

A key element explaining this relatively non-problematic situtatontinues to be the 2004
CJEU ruling€® which, as the 2005 Report also pointed out, help establish effstiepe for
the right.

Indeed, it is generally assumed that most databases, notatdesb-spin-off databases, do
not fulfil the crucial criteria of protection — substantiayestment — that would grant the
‘database maker’ theui generigiight. At this point, this conclusion extends to most websites

238 Fixtures Marketing Ltd v. Oy Veikkaus AB-46/02, 2004)British Horseracing Board Ltd v. William Hill
(C-203/02, 2004)Fixture Markets v. OPARC-444/02, 2004)Fixtures Marketing Ltd v. Svenska Spel Ab
(C-338/02, 2004).
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and machine-generated databases (for example, data automatiodligqul by Internet of
Things devices), which would be considered outside the scope sifitenerigight.

Yet debates have emerged within academic and stakeholdasgcisplarked by occasional
court cases, as to whether the right might in fact apply maadly than what is generally
assumed. While there is not enough evidence to change the conclusion about its lippged sco
the application of thesui generisright in the data economy context should continue to be
closely tracked.

In sum, in the light of the available evidence and case lawgstscted policy potential under
the current scope, and the limited range of problems it gend@testakeholders, the
Commission Services consider that engaging in a process ofdimefiem of thesui generis
right would be, at this stage, largely disproportionate.

While keeping the current status quo seems to be a good option, harthenisation of
database protection is highly valued by all stakeholders, any mealnapgiroach towards a
policy intervention on thsui generisight would need to be substantial, and build a stronger
case, taking into account the policy debates around the data economy.

For this to be the case, a broader range of stakeholders wouldonbedenhgaged in the
strategic reflection around the concrete design and potentiafiteeti@at a considerably
reformulatedsui generisright might have for the competitiveness of the European data
industry overall.
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ANNEX 1: PROCEDURAL INFORMATION

Lead DG: DG Communications Networks, Content and Technology

Organisation and timing:

The evaluation took place between March 2017 and March 2018, following rtimaitnent
established in the 2017 communication "Building a European DataoBgth The
evaluation also arises from Article 16.3 of the Databasecive, which specifies that the
Commission should in particular examine periodically the applicatiom®sti generis right.

The evaluation has been carried out by Unit 12 "Copyright" "ofEbeopean Commission,
DG Communications Networks, Content and Technology. The evaluation weesl caut in

cooperation with other Commission DGs in the context of the Inter-Serviesrgté&roup on

15" March 2018 convened by the General Secretariat of the Europeani€ionmThe

following DG participated to the Steering group: DG TRADE, BEOW, DG JUST, DG
RTD, DG SANTE, JRC, DG ENV, DG COMP, SJ, DG REGIO, DG EMBG EPSC, DG

ECFIN, DG ESTAT, DG EAC together with the Secretariat-General anidetyal Service.

Evidence used
X Study to support the evaluation of the Database Directive

A study was commissioned to JIIP Consortium in June 2017 (ref@rnadthis SWD as the
"Study"). The Study aimed at gathering all the available evidenae would help the
Commission Services assess whether the Database Dirédfile its policy goals and is
adapted to the new technological and regulatory environment. The Bat@bactive Study
consists of two parts. A first part focuses on in-depth corigritawith stakeholders (see
below). A second part, which also draws on stakeholders' consultatorssts of a legal
and economic analysis of the Database Directive, based oaldgastatistics, case law and
scientific literature. The analysis covers all MS, wahparticular emphasis on Germany,
Spain, France, Italy, the United Kingdom, the Netherlands, Poland and Sweden.

X Stakeholder consultations
X Public online consultation

A public consultatioron the Database Directive was undertaken on the EU Surveytevebsi
from 24 May 2017 until 30 August 2017. All interested parties, inclugidglic and private
database owners, public and private database users, bigndathgdal economy players,
government and public sector content holders, experts, academicsl s witizens were
invited to contribute. The online questionnaire covered both theiai@ of the current
Directive implementation and the problems, objectives andilpessptions for the future.

1 EU Commission Communication to the European Ragiat, the Council, the European Economic and Social
Committee and the Committee of the Regior&jilding A European Data Economy2017)
https://ec.europa.eu/digital-single-market/en/nearsimunication-building-european-data-economy.
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With several targeted actions, the Commission made stakehaldars of the public online

consultation. In accordance with the Better Regulation Guidelinesqulestionnaire was

available in 3 EU languages and attracted 113 responses. /Ah somnmary report of the

findings was published on 6 October 281and the full report of all the stakeholder
consultations undertaken for the evaluation can be found in the Annex.

X Online Survey

In the context of the Database Directive Study, in order to getra im-depth knowledge and

reach a wider variety of stakeholders who might presumablgdsedware of the Database
Directive, the contractor launched and promoted an online questierorai29th September

2017. In total, 171 responses to the survey were received: D5 @latabase users and
makers, and 66 from experts.

x In-Depth Interviews with Database Directive Experts

The contractor also undertook a series of one hour long, semi-structtategth interviews

to gain deeper insight in the overall legal developments and opiaionsd the Database
Directive. The interviews were conducted during the period 13 NogemiB81 December
2017. A total of 19 interviews were done with academic, legal experts anitignacs’.

x Stakeholder Workshop

On 21 November 2017, the contractor of the Database Directive Siyalyised a workshop
to collect further evidence on the impacts that the Da¢gaba®ctive has been having on the
database users and/or makers; and, secondly, to discuss and Wadigatdiminary analyses
made based on the evidence already coll&c®siparticipants, mostly representing business,
academic and civil associations, participated in the Workshop that o ipl Brussels.

x Ad hocmeetings

Several ad hoc meetings have taken place with stakeholderssepfatives from the
publishing sector, one from the gambling industry and two public interests groups

X Literature Review

Apart from all the available academic literature on fhatabase Directive, a series of
documents previously produced or commissioned by the Commission wenganisources
of information and insights of this evaluation. These include:

x "Evaluation of the Directive 96/9/EC on the Legal Protection of Ieges” EC — DG
Internal Market, (2005);

X "Study on the Legal Framework of Text and Data Mining (TDM)" corsiaised by
EC, produced by De Wolf & Partners for the EC (2014);

x "Legal Study on Ownership and Access to Data" commissioned byre@qed by
Osborne Clark2016);

’Available at:  https://ec.europa.eu/digital-singlarket/en/news/summary-report-public-consultatiayale
protection-databases.

3 For a full analysis of the online survey see thel$ Annex 3.

4 For the analysis of the interviews see the StudyeX 4.

5 For a full analysis of the workshop see the Stidgex 5.
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x "Enter the Data Economy: EU Policies for the Thriving Datasgstem" European
Political Strategy Centre, Enter the Data Economy — (Strategic Notes 2017);

x "Building a European Data Economy" European Commission Commigmdat the
European Parliament, the Council, the European Economic and Sooiahi@ee and
the Committee of the Regions (2017);

X "The Economics of Ownership, Access and Trade in DigisghDEC, JRC Technical
Reports (2017).

Limitations and Robustness of the Findings

The data collection and analysis carried out has a numberrofsiatlimitations, whose
impact was mitigated to a maximum possible extent.

Several statistical sources used for the economic analydiseoimpact of the Database
Directive have limitations that have been highlighted in eachifgpsection. In particular,
the Gale Directory of Databa$egsvhich had a prominent role in the 2005 Report, has to be
mentioned here, as this source has been used also in thistoeegssess the evolution of the
production of databases during the evaluation period. Despitenmits land the ample
consultation with stakeholders in search for alternatives, theactmt of the Database
Directive Study confirms that the Gale Directory of Database®ins the best statistical tool
to assess this important aspect of the evaluation.

In general, whenever quantitative data is lacking, this isatelicas appropriate and counter
balanced or complemented with qualitative analysis and consaeraf his is for example
the case of the cost-benefit analysis provided in 5.3.1.

The evaluation takes into account the inherent limitations of thdinfis of public
consultations. First, as in all surveys, the answers recegflatt the views of a sample of
relevant stakeholders and not those of the entire population who Iséaleean this domain.
Secondly, stakeholders' views convey an individual rather than a holistic pmespec

6 See 5.2.2.
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ANNEX 2: STAKEHOLDER CONSULTATION : THE SYNOPSIS REPORT

Synopsis Report on the responses to the public consultatioactivities for on the
evaluation of Directive 96/9/EC on the legal protection of databases

1. Introduction

The Commission coordinated various consultation activities bet®deklay 2017 and 1
February 2018 in the context of the ex post evaluation of Directi@&E®B/on the legal
protection of databases (the ‘Database Directtv®ne public consultation was conducted by
the Commission itself Its aim was to assess the use and impact of the DatBivaséve,
and in particular the sui generis protection of databases, adentify any possible need for
adjustment. In addition to the public consultation, the Commission catsoime ad hoc
stakeholder meetings

The Commission also asked a contractor to produce a study iorsopghe evaluatich The
study® included an online survey, in-depth interviews and a workshop —ermducted by the
contractof. Their results are also included in this report.

2. Overview of the participants

2.1 The public consultation respondents

Respondents per country

BE
BG
CcY
Cz
DE
EE
EL
ES
FI
FR
HU
IE
IT
LU
NL
PL
PT
SE
UK
Other

! REFIT evaluation (Regulatory Fitness and PerformeaRrogramme), part of the 2017 Commission Work
Programme.

2 The details of the public consultation can be aotind at:https://ec.europa.eu/info/consultationisfigt
consultation-database-Directive-application-and&nigD_en

3 The four stakeholders for these meetings came ftwmpublishing sector (1), the gambling sector (e
public sector (1) and one public interest group (1)

4 SMART contract No 30-CE-0 875 109/00-61 (SMART ren2017/0084) with ‘Joint Institute for Innovation
Policy’ (signed June 2017).

5 'Study in support of the evaluation of Directivé/®EC on the legal protection of databases' b JlI
commissioned by the European Commission.

6 The references to ‘the online survey’, ‘the workghand the ‘interviews’ in this report mean thensoltation
activities carried out by the contractor.
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The public consultation received a total of 113 replies frakestolders in 19 Member States
and from outside the EU. 83 were from organisations and 30 fromidodls. The largest
number of replies came from Germany (22), Belgium (18) and thiedJKingdom (11). As
regards non-individual replies, the largest proportion of respuwsdevas from trade
associations and businesses, followed by organisations repmgsemtii society and non-
governmental organisations. There were no contributions from nationahisiations,
national regulators or from consumers’ organisations.

Respondents who indicated their sector of activities mainly deonethe publishing sector
(20.5 %; 17 respondents), the research, scientific and education &0t8r %; 9
respondents), the IT services sector (8.4 %; 7 respondents) amantort sector (7.2 %; 6
respondent§. Only three respondents identified themselves as parheofptiblic sector.
Others respondents came from areas such as the gaming, media and spoyt industr

2.2 Categories of non-individual respondents to the public consultation

W Business

m Civil society/non-
governmental
organisations

m Regional authorities

m Research body/academia

m Trade associations

m Others

2.3 Participants of the online survey, workshop and interviews

The online survey received 171 responses, including 105 from databasanddersmakers
and 66 from experts.

Concerning the interviews: a total of 19 semi-structured, in-dephviatvs were conducted,
9 with legal experts and 10 with database owners/makers and users froentgéxtors.

7 The six respondents in the transport sector peavithe same replies. They are associations aativbei
automotive and transport fields.
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Finally, the contractor organized a workshop on 21 November 2017 in Brugssel27
participants representing 25 organizations. The breakdown of tms$eipants is the
following: 7 database owner organisations, 5 database user atgarssand 13 organizations
both owning and using databa%es

3. Method of analysing and referencing responses

As the questions at the Commission organised public consultatioa @@ional, the
percentages in the report refer to the amount of respondentygrqgy that answered the
particular question.

Respondents were asked to indicate the type of organisationefhr@gented (see categories
of non-individual respondents above) and to describe themselves abasiat

producers/owners or/ and users. In general, the report reféne fpositions of respondents
mainly by identifying them as database producer/owners or datalsasg as this is the

classification which shows clear trends in the clearestnera However, when relevant,

reference will be made to the positions of specific categorisgkéholders

This method of referencing stakeholders was maintained for all ltatnsu activities (online
survey, workshop and interviews).

4. Overview of the database market

A first part of the public consultation aimed to create amwae® of the current structure of
the database market. While the limited number of responderassntiee statistics reported
below cannot be considered representative of the markaitdise, the statistics do provide
valuable information on the types of available databases, bsisimatels, funding issues and
other market features.

The majority of respondents (67 out of 113) were owners of dagldasen both the public
and private sectors. 61 % own educational, scientific and résedated databases, the
largest category among owners. This was followed by collectiolegaf materials (50.8 %),
mapping (49.3 %) and news and journal data (47.8 %).

The respondents were asked to provide information on the exploitatitheiofdatabases,
including the revenue model and origin of data.

8 10 participants represented organisations usidgoamproducing commercial databases, 6 media atidral
goods related, 5 research and education, and 3cpséttor information databases, while one big data
analytics provider dealing with various databades ook part. The majority of the participants ) Hiso
answered the public consultation. By contrast, dhlgf the workshop participants also took parthe t
online survey.

9 When assessing the replies to the public conguitait is important to note that a majority of osva also
identified themselves as users of databases. Amdeglatabases owners in the private sector, 66f3%
them use private sector databases and 21.8% aspubdic sector databases. As regards databasesown
in the public sector, 71.4% of them use public@edatabases and 14.3% also use private sectdredas
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The consultation found that 83.6% of respondents use free/open accessemts a model
for running their database, albeit with varying levels of intengdyiong public sector
database owners, open access is used exclusively or in masbygase.3 % of respondents
(against 22.7 % in the private sector). Subscription-basethue models are used by 78 % of
both private and public owners, ‘pricing per itéfby 64 % and advertising by 49 %. This
shows that many owners seem to apply hybrid métlels

98 % of database owners indicated that they are also datadr@satccreators. 61.7 % of
them use their own content in their databases (as opposed to acquired cordeatnfue).

The vast majority of owners (93.1 %) answered that both the amowdntént and the
number of databases they produce has increased in the lasair$03@®6 % of owners say
that they have invested substantially more in the content adatabases than in producing
the databases themselves.

Free/open access databases seem to be used significarglyhiano subscription and ‘pricing
per item’ databases. This is true particularly in theéassaf research/education (42.9 % of
respondents mostly use free/open access databases) andd@ss@l0 %), while 75 % of the
publishers tend to use subscription databases. 52.6 % of daskes¢éend to use free/open-
access databases (against 19.2 % for subscription and 2.1 % pricitepdeiabases).

The relevance of the free/open-access model seems tonfiened by the results of the
online survey. A significant share of the respondents (63 %) do not comahse their
databases but make them freely accessible to the pubpcoduce them exclusively for
internal use (24 %). Moreover, one quarter of all responding datateisers and database
user-makers sell or license their database for a fee.

5. Impact of the Database Directive

This section of the consultation activities sought to receieavs on the impact of the
Database Directive, and in particular of e generigight!?, on database owners and users.

The public consultation found that views are balanced as to whéth&atabase Directive
has achieved its objective of protecting a wide variety of datg 36.6 % of respondents
think it has been achieved to a large extent and 37.5 % of them to a limited extent.

5.1 Impact on investments

Half of the respondents (50.5 %) consider that, by creating the rseligeight, the Database
Directive sufficiently protects investments made in creatinggating and maintaining
databases. However, more owners were of this opinion (57.2 %) than(488 %), as well

as a large majority of respondents, both owners and users, in thehmgokector (87.5 %).

This was largely confirmed at the workshop.

0 The selling of a database, contrary to a meradieeontract.

11 By hybrid models we mean models that combine sigigm-based revenues and open-access models.

2 Thesui generigight applies to databases for which a substaimi@stment has been made to obtain, verify or
present the contents. It allows database owneasttwrise or prohibit any substantial extractiomesuse of
the contents of their databases.
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There is less suppd?tfor the idea that the Database Directive has encouragduerfurt
investments in advanced data processing sysfeorshas stimulated the production of
databasés. Several respondents, including in the research and acadsstoc, €onsider that
the positive impact of the sui generis right on the production of databasgssainproven.

Similarly, in the online survey, more than half of the responding degaiakers contend that
the sui generis right did not increase the level of investment mathktabases in the EU and
the number of databases produced.

This feeling was shared by half of the participants at tbekshop, who stated that the
economic rationale for the sui generis right was neither solid ackeld up by economic
evidence. Around half (54.4 %) of the respondents indicated that tbetiizér is no longer fit
for purpose in an increasingly data-driven economy. However, the refsotimat are not
explicitly provided.

5.2 Impact on the balance of interests between the rights of owners aedsu

Positions in the public consultation were divided on whether thecidie achieves a good
balance between the rights and interests of owners and 54et$%6 considered this not to be
the case. Significant differences emerged, notably between waner users. Half of the
owners consider that the Directive strikes a good balance, cairjpanaly a third of uset&
The opinion that the Directive does not achieve a good balapeetisularly put forward by
respondents in the research and academic sector (75 %). Theyopthiat dllegedly broad
scope of the sui generis right and an exceptions regime which onejder insufficient’.
Similarly, interviews with experts and users also expressaather critical view of the
balance.

5.3 Impact on legal certainty

Legal certainty is another point on which the public consahafibound divergences between
owners and users. More than half of owners think that the sui geigéetipositively impacts
legal certainty for them (58.1 %) and for users (55.7 %). Less thé® @fOusers agree. Two
thirds of respondents in the research and academic sector (nmchotih users and owners)
consider that the sui generis right has had a negative effeeigahdertainty for users. In
general, respondents in this sector consider that legal uncert@nty §om the large room
for interpretation left by the provisions of the Directiveparticular as regards the concepts
of ‘substantial investment’ and ‘substantial extractionesuse’. They also consider that the
lack of harmonisation of exceptions creates legal uncertainty. ldfras of one respondent,

131n general, 41.3 % of respondents agree withdteement while 45.2 % disagree.

¥ Tools, including processes and software, for mamgagnd analysing high-volume data.

15 In general, 46.5 % of respondents agree with sktement (including all respondents from the fsiiirig
sector).

1690.5 % of individual users disagree.

17 A new mandatory exception to the database rigissbieen proposed by the Commission in the confakeo
ongoing copyright modernisation initiatives (dr&8firective on copyright in the digital single markeo
cover text and data mining in the area of research.
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this situation gives rise to a chilling effect, preventing usesen using data for fear of
infringement.

The contractor’s online survey found that the majority of database ueesider that the
different sources of legal uncertainty jeopardise their uskatbases. During the workshop,
users/makers specified that obtaining clearance for the taghtcess databases for re-use
often give rise to non-negligible costs.

5.4 Impact on access and reuse of data

Around one third of respondents consider that the sui generis right hapbsitiee effect on
access to (30.1 %) and the re-use (33 %) of data. As anatlastrone respondent considers
that, by encouraging investment in databases, the Directive atesuthe usage of the
underlying content. The majority of respondents in the publishing sectwmider that the
Directive had a positive effect on access to and reuse ofRlespondents in the IT services
are divided®.

Most of the negative opinions come from users, in particulan fiespondents in the research
and academic sectdr All the respondents in the transport sector consider thgenéris

right has a negative imp&€t Even though these respondents rarely explain their position, one
of them mentions that the exceptions fail to meet the needskéholders, which in turn
negatively affects the re-use of data. A similar pattenerged during the interviews, mostly
among users and especially the library sector.

6. Application of the Database Directive

This section of the questionnaire aimed to assess how theil@réectused in practice and
what specific problems are faced by stakeholders, in patiasiregards the sui generis right.

6.1 On the scope of thRirective

The scope of the Directive is deemed satisfactory by 4009 e respondents. Again there
are divergences of opinions between owners (50 %) and users (3@ad¥gmong the

different sectors. The publishing and transport sectors andetser extent, the IT services
sector mostly consider the scope to be satisfactory. On theaggnthe research and
academic sector considers the scope to be too broad, uncleaidated. Although explicit

reasons are rarely given, respondents who indicated that the isctpe broad seem to
consider that this is due to the limited scope of exceptions @aadesser extent, the duration

18 Out of six respondents, three consider it hassitipe effect, two a negative effect and the renmgjrone that
it has no effect.

1966.7 % and 83.3 % of respondents consider thedtrtpabe negative on respectively the access taende
of data.

20100 % of the respondents in that sector consieimipact to be negative.
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of the protection and the unclear definition of a dataldgséth one respondent giving the
example of the unclear difference between a dat&pited a database).

6.2 On the sui generis right
6.2.1 On the scope of the sui generis right

The sui generis right applies to databases for which daslad investment has been made in
obtaining, verifying or presenting the contents. In 280the Court of Justice clarified that
the investment in creating the data should not be taken into account determining
whether a database can be protected by the sui generis rightconbaltation asked
respondents’ opinion on the impact of this case law.

The replies to the public consultation show that 29.7 % of responciamggler the scope of
the sui generis right to be satisfactory, but 28.8 % deem the scope too broad andi2d i8 %
unclear.

Respondents in the publishing sector mostly consider the scdysedatisfactory (76.5 %).
However, almost a quarter of them consider the scope to be tamwnaecause it excludes
the investments in creating the data. For them, this case laprénen to be unclear and
impractical. They refer in particular to the impossibility practice of drawing a clear
distinction between investments in obtaining the data andedating them since human
resources often work on both aspects. Moreover, publishers eslpoed organisations’

demand to extend the scope of the sui generis right to the creatiata. By contrast, the
gambling industry opposes this, explaining that extending theesooihis way would stifle

innovation and hinder the circulation of information.

Most respondents in the research and academic sector, cohsidgope of the sui generis
right to be unclear (55.6 %). Despite some clarifications brooglite case law, respondents
in that sector consider that the scope of the sui generisisigigry difficult to define. In
particular, they single out the notion of ‘substantial investhreentoo vague. Fully 62.4 % of
respondentd, including in sectors other than research, consider the notiorulo$tsmtial
investment’ to be unclear and difficult to apply.

6.2.2 On the rights conferred by the sui generis right

Under the sui generis right, the maker of a database can ptiegenttraction or re-utilisation
of the whole or a substantial part, evaluated qualitativelyuantitatively, of the contents of

2! Respondents in the transport and automotive seotwider the notion of database to be vague avatlbr

22 Term used by the respondent and understood ircdiext as an unstructured amount of data (inratloeds,
data not arranged in a systematic or methodical, \mayrequired by the definition of a database & th
Directive).

23 Fixtures Marketing Ltd v. Oy Veikkaus AB-46/02, 9/11/2004):ixtures Marketing Ltd v. Svenska Spel Ab
(C-338/02, 9/11/2004pBritish Horseracing Board Ltd v. William Hil{C-203/02, 9/11/2004Fixtures
Marketing Ltd v. OPARC-444/02, 9/11/2004).

24 Including all respondents in the transport se@8r5 % of respondents in the publishing sectosictan this
notion to be unclear and, at least for one of thitim,source of significant legal costs and lend#wsuits
(quoting notably the case law of the Court of Basti
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the database. 40 % of the respondents consider that the scbiseright is satisfactody, but
again this differs greatly between sectors.

The large majority of respondents in the publishing sector (94 dofisiders the scope of the
sui generis rights to be satisfactory. Some respondents in this sensider it necessary to
clarify the notion of ‘substantial part’, notably as regards kinal qualitatively significant
parts.

On the other hand, two thirds of respondents in the research and acaeetmiconsider that
the scope of the rights is too broad. A large majority of them (/pdit out that the notion
of ‘substantial part’ is uncle# One respondent highlights the risk that this lack of clarity
might cause a chilling effect. Several respondents in this seotsider that the notion of
‘substantial part’ should be clarified or objectified.

Respondents in the transport sector also consider the scdpergjtits to be unclear because
the notion of ‘substantial part’ is unclear. They illustrate this by eafsr to databases that are
continuously updated, meaning a substantial part can quickly becontestamgial, or vice-
versa.

6.2.3 On the exceptions to the sui generis right

In general, respondents to the public consultation in the reseadcacademic sector show
dissatisfaction with the exceptions. This view was by and largercmd at the workshop
and by the expert interviewees, one of whom called the exceftionsgid and too narrow’.
The optional nature of exceptions is often viewed by these resperaeiat source of legal
uncertainty and fragmentation (likely in one respondent’s view fectafcross-border
projects). They consider the exceptions excessively restridveexample because the
‘private purposes’ exception does not cover electronic databasesause the ‘research and
teaching’ exception is limited to extraction (and not re-use) and toammercial uses.

6.2.4 On the term of protection

A slight majority of respondents (51 %) considers that the term of protection siiteneris

right (15 years) is too long, notably in view of the quickly changing dathinformation

environment. This criticism was also stressed by the exgteriviewees. This critical attitude
is shared by most users (61 % are of this opinion) and is ydartic prevalent among
respondents in the transport (100 %), IT (85.7 %) and the researcltadehac (66.7 %)

sectors.

6.2.5 On the application of the sui generis right to specific databases

The public consultation sought to determine whether the currentaipph of the sui generis
right was appropriate for databases produced by publicrdsatites or financed with public
money and databases which contain automatically-collected or maydmeeated data.
Respondents tend to consider that the sui generis right is notpappeoeither for public

2551.5 % of right holders and 27.7 % of users.
26 Notably as regards the qualitative criterion (@ gespondent raises the issue of an individuaklgmificant
data).
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sector databases (45.3 Y%pr databases consisting of automatically-collected orhimae
generated data (42.9 %) Respondents consider the protection either too broad or not
sufficient. For instance, the large majofftyof respondents in the research and academic
sector consider that public sector databases should not betedot©n the contrary, a
majority of respondents in the transport and IT services sectard @o) considers that
databases consisting of automatically-collected or machineajede data should be
protected. They do not, however, explain the reasons why. Most of phendests in the
publishing sector did not reply to the question. The workshop did not borg ctarity. Most
participants thought it unclear whether the sui generis agplied to machine-generated
data.

7. On other means of protection

The public consultation sought to determine which means of protestinars use to control
the extraction and re-use of the content of a database. It@lgbtsto determine whether
owners consider that contractual protection would provide more éegtlinty than the sui
generis right. Opinions on this were split: 46.8 % of the respondentsder that national
contract law gives more legal certainty than the sui genigiis protection while 53.3 %
disagree. Respondents in the publishing sector tend to feelah@fctual protection would
provide more legal certainty (75 %) while respondents in theelVices sector did not. The
workshop confirmed that publishers would consider using a varietsotdgiion mechanisms
which include the Database Directive, technological protectioasaores and contracts.
Database makers prefer the sui generis right as itsoffietection against infringements by
third parties.

Contractual provisions seem to be the most used means of motesith 72.1 % of
respondents declaring they rely on it always or in most casesteliece on contractual
terms is sometimes justified by the flexibility contradteve. However, a respondent in the
publishing sector considers that the case law remains unelgardmg to what extent it is
possible to rely on contractual terms to protect the use of databases.

Copyright and sui generis protection are still considered apptegprotection means: 60 %
of respondents rely always or in most cases on copyright and 57.6 % agersris
protection. Technical protection such as robot.text or paysvislbften used by more than
half of the respondents (58.2 %). As to whether databases do not needi@tyign, a
majority of respondents (62.5 %) and all respondents in the pulglisieictor consider that
protection is needed.

According to the online survey and the opinions expressed at the wprleshéo of database
users find understanding contractual terms and conditions paiticcifelenging, and 88 %
of them have difficulty circumventing technological or technicalibes (such as the use of
passwords).

27 Against 12.3 % of respondents who consider thett guotection would be appropriate.
28 Against 22.9 % of respondents who consider thett guotection would be appropriate.
29 Respectively 75 % and 87.5 %.
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8. Need of adjustments and means to ensure an adequate balance

Opinions are divided on how to achieve an adequate balance betwalessdabwners’ rights
and users’ needs), according to all the consultation acti{tieléne survey, workshop and
interviews). Almost a third (30.2 %) of the respondents to theigubhsultation considers
that the sui generis right should be amended. According to somendesys, this could
involve extending the scope to protect investment in the creation taf ddile others

consider that existing exceptions should be broadened and that nguiansehould be

introduced.

Guidance to Member States to clarify the notions of ‘subatantestment’ and ‘substantial
part’ is sometimes mentioned as a way to reduce legal amdgrt According to some
respondents, guidance would help prevent divergent national casedamoald improve the
applicability and enforceability of the sui generis right across the EU

Slightly less than a quarter of respondents (22.6 %) opt for no pblage. On the other end
of the spectrum, a non-negligible part of respondents (27.4 %j)deos that other solutions
could be envisaged, ranging from repealing the sui generis proteeteamopinion shared by
many users during the workshop — to reinforcing its protection. A gobugerviewees also

entertained the idea of repealing the Directive, mostly on accout# ‘outdated’ nature. A

specific option suggested by several non-profit organisatiorteeavaorkshop was to require
the registration of owners wishing their databases to be protected byitheneris right.
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ANNEX 3: SELECTED EVIDENCE FROM THE STUDY

This annex reproduces the following parts of the evidence from the suppautiyg st

x JIIC, Study in Support of the Evaluation of Directive 96/9/EC orL#gal Protection
of Databases Appendix 4 on the "In-depth Interviews with Experts andtiBrees";

x JIIC, Study in Support of the Evaluation of Directive 96/9/EC orLtégal Protection
of Databases Appendix 5 on the "Workshop Report".

Other evidence used in this report, such as the online survey, ¢aanein the annexes of
the Study.

"In-depth Interviews with Experts and Practitioners" (Annex Study 4)

Scope and objectives

Next to desk research and an online survey, a series of in-dégtiews were conducted by
the project in order to inform the economic and legal analys#seadbutputs, outcomes and
impacts of the Database Directive, in the context of thader data economy and the Data
Economy Package.

The scope of the in-depth interviews was determined by the goals of the studly,; name

X to assess whether the Directive still fulfils its policy Igoaf providing protection of
databases, including those not protected under copyright, whileytakim account
users' legitimate interests;

X to determine whether the Directive is still adapted in viethefdevelopment of new
technologies, new business models based on data exploitation, ancerogrging
data-related issues, policies and legal frameworks on d&&ss and ownership,
stemming notably from the Digital Single Market (DSM) strategy.

Dimensions to be captured by the interview questions included:
1. The performance of the Database Directive in relation to its tgsc
2. lts costs and benefits;
3. The impacts of the current legal and economic context;
4

. Its interactions with other means of database protectionttentatest technological
developments; and,

5. The importance of a database protection at the EU level.
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Methodological note

Building on the results of the project online survey and the Earo@mmission public

consultation, the purpose of the in-depth interviews was tteegadditional empirical data,
opinions, perceptions, etc. regarding the effects of the Dat&dbesstive as experienced by
experts, practitioners and other categories of relevant stakeholdee data thus gathered
served, together with the results of the online survey, as impthet evaluation of the

Database Directive.

More specifically, the in-depth interviews aimed:
X to gain deeper insight in the overaljal developments and opinions;

X to gain deeper insight into thposition and experiencesf the different stakeholder
categories (across different Member States).

A distinction was made between the more general-purpose ih-uéptviews that go beyond
merely legal issuesand the interviews conducted with legal experts whose purpos¢éowas
give insights to the country analysis.

The in-depth interviews wergemi-structured and qualitative and estimated to taketo an
hour to conduct.

A standard reporting format was used to record the answers.

Two categories of critical issues were identified fornbitte online survey and the in-depth
interviews:

x Developing the sample (representative for the current databasedpajisand,
x Ensuring sufficient response.

The in-depth interviews were going to be as much sequential to ihe satvey as possible,
in order to accommodate for missing data or further deepening quesiising from the
survey. To this end, thest of in-depth interview questionswas determined after collecting
and analysing partial results of the project online surveytam@&tropean Commission public
consultation. A gap analysis determined which key questions needed tlattfezation. The
in-depth interviews were the first step to remedy andHdse gaps. Remaining information
gaps, persisting after the in-depth interviews, were addrabseugh internal and external
expertise and desk research.
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Participants in the in-depth interviews

The project approached oved expertsbetween October and December 2017, with a request
for an interview. In selecting the experts, the projecedito cover not only all categories of
stakeholders relevant for the current study, but also all Member Steiafsrias possible.

Eventually, 19 responded positively 3 tentatively and 7 declined the invitation. The
remaining experts did not respond.

Figure 1 In-depth interviews

Of the 19 interviews conducted:

1) 7 interviews were with Database Directive and copyrigphees (both academics and
practitioners - practicing lawyers, database industry sectorsypaliers); and

2) 12 interviews including the following stakeholder categories:
a) commercial services databases,
b) public sector information databases,
c) research databases and,
d) community driven databases.
More specifically, the stakeholders interviewees could be distinguishietaws:
1. users of databases, such as
a) big (e.qg. libraries, downstream commercial database makers),
b) small (individuals e.g. scientists, visually impaired persons),

2. makers of all four categories, as they reflect both trativaal databases envisaged
by the Directive (including research and public-sector datapbsealso the new type
of open/community databases to see if the Directive is still suited tg them
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commercial databases - financial, legal, medical databelsssifieds (job ads,

lists of properties, cars etc. for sale), dictionaries, aathes, newspapers and
the like

research institutes,

d)

public sector databases - made by the state including the EU

research/scientific databases - made by scientists, utizgrsnon-profit

open/community databases - made by communities
The interviews were conducted during the period November 2017 — February 2018.

The table below provides information about the participating intepgésw

Country Name and role ORG Stakeholder Group
Germany Prof Dr Matthias| Ludwig-Maximilians | Academic expert
Leistner, LL.M.| University, Munich
(Cambridge)
Chair for Private Law
and Intellectual
Property Law with
Information Law ano
IT-Law (GRUR-
Chair)
Italy Prof. Marco Ricolfi | Turin University Academic expert &
Department of Practitioner
Jurisprudence
France Prof Sévering Sorbonne University) Academic expert
Dusollier Paris
Sciences Po
Poland Prof Ryszard Institute of| Academic expert &
Markiewicz Information and practitioner
Library Science of the
Jagiellonian
University
Portugal Mrs Patricia Akester | Sérvulo e Associadog Legal practitioner
The Mr Wouter Addink Naturalis, Catalogu( Database owne
Netherlands of Life, Leiden Research database
Romania Anonymous Commercial service
databases
Bulgaria Anonymous Legal practitioner
UK Anonymous Research database
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10. |EU Drs Marian Lefferts; Consortium off Research databases
Managing Director European Researc
Libraries
11. | France Mr Arnaud Le Lann, Euroleads Commercial service
General Manager databases
12. | Germany Mr Stefan Brost Bundesliga Commercial service
databases/Sport sectpr
13. | Poland Ms Sybilla | Markiewicz & | Legal practitioner
Stanislawska Sroczynski
14. | Germany Prof  Lion  Hirth,| Neon-Energie Research &
Director Commercial service
databases/Energy
sector
15. | Romania Mr Adrian Dragomir| The Permanen Public sector
- Director, IT | Electoral Authority Electoral database
Department and M
Cosmin Pintea — Head
of the Electoral
Register Office
16. | The Prof Mr Dr Mireille | Faculty of Science | Academic expert
Netherlands | Hildebrandt University of
Nijmegen
17. | Slovenia OU PDJ 7DGIHAIJPES - Agency o] Public sector
Sectoral Secretary |the  Republic of
Slovenia for Publig
Legal Records an
Related Services
18. | Germany Mr Frank Scholze KIT Library Public
sector/University
library
19. | ltaly Mr Michele Tessera | Gruppo CAP, Head g Public utilities/ Water
the Information| management

Technology Dep.

Table 1 Interviewees

Insights from the online survey and in-depth interviews

The in-depth interviews aimed to collect the opinions of tho#ie dwect experience with the
Database Directive, whether as experts or practitioners.tidudlly, it aimed to clarify a
number of issues that emerged from the public consultation condhgtéde European
Commission and the online survey deployed as part of this pr&attier than providing a
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definitive clarification on the aforementioned issues, thsilte of the in-depth interviews
would appear to underscore the heterogeneity of opinions regaitkngvorking of the
Database Directive (in terms of perceived benefits oddaatages). A tentative explanation
for the persistent difference of opinions regarding the benafidisadvantages associated
with the Database Directive could be found in the extreme diyersdatabases it addresses
(diversity greatly enhanced by digitalization) and the many types categories of
stakeholders for which the Directive is relevant. Under sucbumistances, the said
differences would be unlikely to diminish, especially when taking atcount technological
developments expected to result in a further proliferation of database

The main issues that emerged from the three rounds of camgations are presented
below:

1. In the category main advantages derived from / challenges pgséde bDatabase
Directive, opinions varied widely regarding:

- the effectiveness of the database right in controlemgyaction or re-use of database
content as compared to copyright, contractual terms (e.g.ctegriclauses) or technical
means (encryption, password protection, captcha)

- the effectiveness of the Database Directive in preventingttemvention of technical and
other types of protection (e.g. contractual)

- the level ofprotection provided by the sui generis right as a promoter or barrier to
innovation for the database industry and for users, in particular in relation to:

Hlegitimate accesdor anduseby third parties
Hlegitimate access and use for educational/research purposes
fallowing entry to market afiew players

T encouraging free competition rather than consolidating the position of
incumbents/market leaders

ftompetition from outside the European Union(especially the United States)
- the perceivedtbenefitsto be derived from the sui generis right in terms of:
fclarity of ownership for those wanting to use databases

ipossibility for database owners to chahggher prices

ipossibility for database owners to extract addititioehsing income
iprotection againgise not authorisedby the database owner

ability to run thechosen professional activity/business model

ipotential to create (additionapmpany value

fcatalyst role fofnew) partnerships / collaborations

taccess to databaseby users and makers, databases that would otherwise not
have been available/created
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- the ability toquantify the benefitse.g. in terms of turnover or additional employees

- the ability to articulate the way in which the professiaalvity/business of the relevant
stakeholders has beaffected by the sui generis right, in terms of

Imore / fewer databases produced

Imore / limited access to data

Imore / fewer litigation activities

Hless / more complex licensing procedures

fimpact on the professional activity/business model

thigher / lower costs (e.g. personnel, purchase of data, etc.).

2. More consistency of answers was noted in relation to the gehgumé trends
(technological and non-technological) the respondents indicatedeasneto databases in
general and to the Database Directive in particular. The isslated to data storage,
acquisition, access, sorting, re-use, security, privacy, Internehiofjg (IoT), technology
neutrality, standards; balancing of (new) interests of rightseosy open access, enforcement
& oversight, litigation, liability. More specifically, they indicated tingpiortance of:

ithe impact ofligitalization & automation
ithe expected impact 66T -related developments
tat a lower level of abstractiolive data & machine-generated datassues

fissues of(deep)linking, currently not explicitly addressed in the Directive but
clarified via / addressed in the case law (Bestwater and Innoweb)

In the same category of general future trends likely to havenpact on the working of the
Directive, respondents more notably referred to:

ithe changing of the meaning afréation’ in the case of automatically generated
databases (such as logging data, sensor data)

tchangings in thecost structure (lower costs in the case of automatically
generated databases; lower costs in updating data in dynaralzasies; lower
maintenance and data(base) storage/hosting costs, etc.)

ithe new meaning and limits of EU protection in an increasiglglyalized digital
and data-driven world.

3. However, responses regarding tiverall satisfaction with the Database Directivan its
current form has once again displayed divergence of opinions, corr@spaied those
regarding the benefits/drawbacks respondents associated wibirdwive and mentioned
above.

- several respondents expressed mild to very strong doubts,adlgpexgarding the impact
through thesui generis right:

fits impact on theeuseof data
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1if any, what would be a suitablerm for the sui generis protection(currently it
is 15 years as from the completion of the database)
tthe legal certainty it provides database makers and users (especiallyyclarit
regarding in which cases databases are protected and in celsiet users' acts are
licit).
- doubts have also been expressed regarding the balancemehsaghts and interests of
rightsholders and users alike:

- comparisons were also made with thS regime/protection systemwhich is
regarded by some as preferable, if only because its simplicity.

4. The same diversity of opinions was recorded in the respondentshmemdations
regardingpotential future improvements or changedo the Directive. Simply summarized,
they would fall in the following broad categories: keep unchanged/amgmdligirepeal.
However, such categories do not reflect the richness of the respsirmeswers. Especially
in the categories amend/improve, more nuance can be revelatoryraagspmore useful. To
this end, we are providing below a selection of suggestions made by respondents:

iRepealing only the sui generis right
FAmendments to the distinction between online/offline databases

tAmendments to the distinction between databases made for ewrfargpublic /
for commercial use

tAmendments to (semi-)automatically generated data(bases)
TAddressing the needs of different sectors separately/specifically

tExpanding the scope of protection to other value-creation esivcurrently not
included

iClarifying the relation to other data rights (such as protection of perdatz|

T Clarifying terminology (such as what constitutes a ‘databaseibstantial
investment’, ‘quantitative and qualitative part of the database’)

IClarifying the distinction between copyright & sui generis right
iClarifying the meaning of re-use of data

Making the registration of databases mandatory in order to &mgogui generis
right

FAddressing specific needs of SMEs
1Simplifying the terminology

tProviding additional guidance for the interpretation and implementatf the
Directive

tEnsuring pan-EU harmonization of the interpretation and impletn@mtaf the
Directive
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tEnsuring pan-EU harmonization of the interpretation and implemn@mtaf the
exceptions: e.g. use for educational, research, public safétyiniatrative and
judicial procedures

iHaving a fair-use exception instead of a closed list of exceptions

1Reducing the scope of abuse of the 15-year sui generis rigattwatwhich can,
in some case, become de facto perpetual through minor/automatétesipto
databases (dynamic or otherwise)

1Reducing the scope of (perceived) abuse of proprietary rights
1Reducing the scope of (perceived) abuse of database claims

1Reducing the scope of potential abuse of contractual or otines terundermine

the Database Directive protection rights as they miglatereertain problem(s) e.g.
competition downstream not possible, no derivative/new databassedtibecause
of that (especially relevant for users) (in particular related t&ytaair case)

tRecognizing other types of activities deserving protection undeDé#tabase
Right

T Including other types of (pan-EU harmonized) exceptions linteedecent
technological developments (e.g. text and data mining)

T Making consistent/removing conflicts with other EU legislation andcyol
priorities (e.g. data protection, re-use of public sectorrinédion, open access,
digital single market, data economy package, etc).

5. As a final remark, it should be noted that some of the inteees expressed either
confusion between the Database Directive andGkeeral Data Protection Regulation
(GDPR) or concern about how some of the requirements of the GIFRB be reconciled
with those deriving from the Database Directive.
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"Workshop Report" (Study Annex 5)

Organisation

On 2F' November 2017, a workshop was conducted in the context of the study legahe
protection of databases. The ultimate objectives of the Wwopksvere two-fold. It aimed,
firstly, to collect further evidence on the impacts thatDimective 96/9/EC has been having
on the database users and/or makers; and, secondly, to discpsdithmary analyses made
based on the evidence already collected (through a dedicated oniieg, soterviews, and
the public consultation that the European Commission organised).

The participants were selected jointly by the Consortium andetirepean Commission,
along with the following principles:

x Privileging the presence of representatives from business aageanss (instead of
representatives of single companies); and,

x Limiting the attendance of legal experts (academic experts argplagétioners).

Furthermore, attention was paid to build a sample that svasuah representative as possible
in terms of geographical location, types of databases used gnodoiced, sectors, and types
of activities in relation to databases (creation or use, poovief data analytical tools,
advocacy for open science).

Invited organisations were found through desk research, by looking e.g.resaefatives of
publishers, libraries, organisations advocating open data, or pudlteess involved in
projects involving management of databases (e.g. smart metefingater/electricity
consumption). Respondents to the public consultation organised by theBnrCommission
on the same topic were also invited, if they had expresse@shierbeing further involved
and if their contribution was deemed worth further elaboration.tlf®isame reason, some
respondents to the online survey managed by JIIP for the purpose tfdhevere contacted
again. However, it was agreed with the European Commission thatgaeisations that had
participated or would participate in the in-depth intervi@mgaducted in the context of the
same Study will not be invited to the workshop to avoid giving maight to their insights.
In consequence, organisations that could not participate in the wortabdp unavailability
(e.g. KIT Library/re3data) or because organisations from #rmaessector were already
represented (e.g. the German Football League) were given the opportinatinterviewed.

In total, 47 invitations were sent and accompanied with a Lett&ndbrsement from the
European Commission in attachment. Up to three reminders veereosit, and some
organisations (mostly those from sectors that were underrepedsso far) were called
directly. Ten invited organisations declined mostly due to unavatialifi the day of the
workshop, and lack of official position or insufficient knowledge onléwal protection of
databases.

70



The participants in the Workshop were 27, coming f&Brparticipant organisations (two
of them had two representatives.e. Federation of European Publishers and the SROC —
Sports Rights Owner Coalition).

The organisations to be considered as solely user or maker werefife ‘user
organisations (estimation) andeven ‘maker’ organisations(estimation). The rest of the
participants represented hybrid organisations, which haextensive use of databases while
producing databases for their own business or activities (estimatioy?of 13

Figure 2 — Organisations break-down

Source: Workshop statistics.

Regarding theprofessions of the participants several among them have a management role
in their organisations (at least seven of them wBreectors, General Secretaries,
Managing Directors and CEO9. Some others (six) were legal advisers. The rest of them
had a policy profile (five policy officers) arekpertsin several fields related to the Database
Directive (e.g. in EU Policy, ITS projects, R&l) and other.

Figure 3 — Profession of the participants

1 These representatives were treated as singleiparits, following the principle of one organisatione voice.

In consequence, they seated in the same groupsyerednot given twice more time to express theneselv
than the others.

2 The break-down has been made by the participaiftsiaclaration and the Study team estimation.
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Source: Workshop statistics.

Regarding theectorto which the organisations belong, most of them were representatives
the private sector: seven are related to the publishing iyddiste others to the sport and
leisure industries, two to the energy sector, two to the digithistry, one to the automotive
industry and one to the finance sector. The rest came froputilie sector: three universities
and research centres, two from public administrations and ongyliefaesentative.

Figure 4 — Participants per sector of activity

Source: Workshop statistics.

About the type of database, ten participants represented sajans using and/or producing
commercial services databasesix media & cultural goods databasesfive research and
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education databases, and threablic sector information databases Finally, an additional
stakeholder provides and develdpig Data analytic tools and deals with multiple types of
databases, so it is not relevant to this break-down.

Figure 5 — Participants per type of database

Source: Workshop statistics.

The majority of the participant organisations (15) also answered in the public
consultation organised by the European Commission during the summer 2017 on the legal
protection of databasésBy contrastpnly three of them also answered the survegesigned

in the context of the Study.

Table 2 — List of represented organisations

Organisation

Communia IFPI
Deutsche Borse AG Infogreffe
DIGITAL EUROPE LERU
DILICOM LIBER Europe
EBLIDA Municipality of Iraklio Attikis
Eesti Energia News Media Europe
EMMA Romax Technology
EuroGeographics SROC
European Publishers Council (RELX Group) STM Association
3 Public consultation on the Database Directive: |Agaion and Impact,

https://ec.europa.eu/info/consultations/public-cdtagion-database-directive-application-and-imp&oen
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European University Association The European Lotteries
Federation of European Publishers TrustwOrthy model-awaRE Analytics Data platfort
FIGIEFA Wikimedia
Football DataCo Ltd

Approach/methodology
Introductive session

Giuseppe Abbamonte, Director for Media Policy at the Eurog&@mmission, opened the
event with a welcome speech. Robbert Fisher, Managing DirecthiP, then made a short
presentation about the topic and purpose of the Workshop. votaenel Bently introduced
the basics of the Database Directive and the relateditegeds (including thRyanaircase).
Finally, Alfred Radauer presented intermediary results oétomomic analysis conducted as
part of the Study on the legal protection of databases (prepatedhe support of the
responses already received from the online survey).

The topics to be discussed

During the workshop, the participants were divided in small groapfur groups for the
morning session, in three for the afternoon session.

Group members were asked to express and confront their opingsesl bn their respective
experience, on three themes related to the legal proteatialatabases via the Database
Directive:

a) Means of database protection and usage behaviours (theme 1);
b) Economic impacts of the Database Directive (theme 2);
c) The future of the Directive (theme 3).

The organisation of the group discussion was designed in order ta todlezontributions of
all participants for each of the three themes. Each moddnatbito ensure that all group
members had the opportunities to air views, and that no inmpastsues were overlooked.
For this reason, each theme had two posters to complete: ohe foptning session and one
for the afternoon session. The posters listed the main issdresdiscussed, and participants
were invited to write down their related view on notes and to stick them owdler p

Each group had the opportunity to discuss one theme for 30 minuteg, dwie the timeslot
of 30 minutes expired, moderators, recorders and theme postersl nwovee following
group? which was then asked to discuss other themes related t@ghk drotection of
databases.

Issues discussed during the group discussions

4 As the morning session was rescheduled, due tdatttethat two themes were overlapping and had been
merged, the participants have discussed only tbfethe pre-defined (four) themes during the morning
session.

74



Means of database protection and usage behaviours (theme 1)
Level of understanding and reliance, and any change noticed?
X What do participants understand to be the meaning of the diffeneains of
protection?
X How are they using it in their environment (as maker and or user)?
X Why have they decided to rely on specific means instead of others?
x Did they notice any recent changes in the choice of databasetipmt®easures, for
instance, reliance on technological protection measures and ¢oakr@rms instead
of using the sui generis right? What are the drivers of these changes?

Comparison of means of protection
x Can participants draw some comparisons between differeahgnef protection?
(particularly between the sui generis right and copyright)
x Have they encountered any problem with this sui generis riglitzi@se problems
relate to determining:
0 Whether something is a database or not?
o0 Whether it is legally protected or not?
o Who owns the sui generis right?
0 Whether particular uses infringe the sui generis sui generis right?

What has been the impact on your organisation or your use? (not economic impact)
x Did participants notice any significant impact on their orgalisgbesides economic
ones) due to the adoption of specific means of protection, instead than others?

Economic impacts of the Database Directive (theme 2)
Costs-benefits analysis
X Have some means of protection had an economic impact on your database sector?
X What have been the impacts of the legal protection of databases on:
0 Level and type of investments in databases?
0 Level of database production?
0 Revenues generated from database-related activities?

Impact of the Ryanair case
X What have been the main change in participants’ database secto?@0%; if any?
x How did these changes and the means of database protection influence each other?
x Experienced any changes related to:
o Their investments in and production of databases?
o Their organisation (general terms)?
o0 The market(s) in which they operate?

Database Directive and current trends in the database economy
X Incidences of the growing Internet of Things (loT)
X Incidences of the expansion of Open Data
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x Other major trends in the database economy (e.g. issues ofinl@ag, lwhereby a
link is provided directly to specific contents of an online database)

The Future of the Directive (theme 3)
No change
X Is any participant in favour of not changing the Database Direatikeleaving the
level(s) of protection as they are?

Changes to the Database Directive (general)

x Clarifying terminology and providing additional guidance

x Distinguishing between databases made for personal/privateéihteublic and
commercial uses

X Amending copyright or sui generis right in response to (semi-pnaatically
generated data(bases)

x Expanding the scope of protection to other value-creation adiivitierrently not
included

X Increasing harmonisation of copyright protection under the DsgaDaective and the
Information Society Directive

Specific changes to the sui generis right system
x How could the system of legal protection of database be improved?
X Maintaining the sui generis right as it is, but:
o Introducing mandatory registration;
o Aligning it more closely with copyright;
o Aligning the exceptions regimes of copyright and sui generis right.
X Strengthening the sui generis rights by:
o0 Extending 15-year period;
0 Extending protection to investment in the creation of data;
o Extension of the scope of the protection.
x Narrowing the sui generis right:
0 Adding exceptions;
0 Adding compulsory licences (e.g. for sole source databases);
0 Reducing 15-year period.
X Abolishing the sui generis right
X Are your proposed changes absolutely necessary and therefore arrdess urgent
because they only require fine-tuning?

Purpose of the sessions

The workshop was designed to help identify the main issues iroretatthe legal protection
of databases, including the most pressing identified issuespagenced and judged by the
relevant groups of stakeholders.
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The workshop consisted of a mix of plenary and group sessions. Aitipants were
gathered for the welcome and conclusion speeches and the fingpingaip session.
However, they were divided in group in one morning and one afternosiorses$o discuss
the aforementioned themes. These sessions had different purposes:

1. Morning group session: open discussion on the four themes tofydémi main
Issues;

2. Afternoon group session: reflection on the outcomes of the morningsdisas, and
ranking of the issues;

3. Wrap-up session: sum-up of the main outcomes of the group seasobiast debate
with the whole audience.

Morning group session

The morning session was designed as an open discussion during whighicipgnts were
encouraged to express their opinion on four themes.

At the very beginning of the group discussions, the moderators expthméapics that were

to be discussed, invited the participants to identify and edédan the main issues, and
sought to interrogate their points of views. Once a participaptesged an opinion, the
moderator and the recorder asked to him/her to report it on at pagé to be stuck on the

poster.

During the following group discussions, the moderators once again intadoe theme and
briefly summed up the outcomes of the previous group discussam{sjvited participants
to react and reflect on them.

Afternoon group session

The afternoon group session followed a similar organisation tanir@ing one. At the
beginning of each group discussion, the moderators briefly remindguhtheipants of the
outcomes of the discussions from the morning and of the main issuesvela then
identified.

Where possible and appropriate, participants were askeahkothese issues and ideally to
reach a consensus in this respect. The main outputs were tiiem wn post-it notes and

placed on blank posters. Participants confronted their respeotivits of view and were

helped by the moderators to find a consensus.

During both sessions, the recorders took notes in an attempefdrek of the contributions
of the different stakeholders and later transcribed the outcomes of the idissuss

Final wrap-up session

After the afternoon session, the key experts of the Study teaomelLBently, Estelle

Derclaye and Alfred Radauer) summarised the main outcomes @hdineing and afternoon)
group sessions and identified the most controversial issuedtfalsoost interesting ones for
the study). After briefly reflecting on them, they invited the audietacreact and to raise
Issues cross-cutting the different group of stakeholders.
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Change in the topics and group participant allocation

The Workshop was conceived as having four themes for discussion: 1) the means of
protection employed by the participants’ organisations (theme 1. Meaiasadifase
protection); 2) an overview of the behavioural aspects in benefitbngtlhiese means of
protection (theme 2: Usage behaviours); 3) the cost-benefit aggegemeach of them
(theme 3: Economic impacts of the Database Directive); 4) suggestiomished
modifications in view of the Database revision (theme 4: The future of thetib@ec

During the progress of the morning session, the Study team agreed with the European
Commission on merging themes 1 and 2 for the afternoon session. The first discussipns
showed participants giving similar contributions in both themes, awththemes were
mostly overlapping. For the same reason, participants in the afternoon sesahwded
in three groups, instead of four as previously planned.

Role of moderators and recorders

The discussions for each theme were guided by one moderator andcorder from the
consortium member organisations.

The moderators attempted to ensure that:
x All participants contributed to the conversation by expressingyfteelr opinions;
X The conversations did not deviate from the theme;
X The timing was respected; and,
x All questions were addressed.

The recorders assisted the moderators and took note of the discuBsibnsoderators and
recorders invited the participants to stick post-it notes orhtétee posters.

Conclusions
Overall impression

The positions between users and makers were quite polariseciadlgpon possible policy
changes. In simplified terms, users want to get rid of thgeséris right and makers don't
want it to change and creators of data (e.g. sports organisatians)sui generis right to
extend to created data. But there are also areas of consensus.

Points of dissent
More specifically, the opinions differ across types of organisation:

X There are the commercial database publishers, who make and walabla
databases. For these participants, legal protection @riamt. They would not invest
in the creation or maintenance of databases without adequateptetedtion. At
present, they use a variety of mechanisms which includes thermriggaght. They
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regard this as important in addition to technological protection,axirdnd copyright.
They operate outside the EU without a sui generis right, buhsaylbing so is more
complex, and that in many cases copyright is more generous ouisi@#Jt To this
group, maintaining the status quo would be the most important outcome of the review.

X In contrast, public and community creators of database, adrit users of databases
(libraries, educational and research institutions) find the regylaenvironment
unnecessarily complex and burdensome. Many makers do not want to acdatynati
acquire sui generis right. Many users find navigating sui generis ggptright,
contract to be a real drain. Many of these would like to seesuh&eneris right
abolished so as to simplify the landscape.

x Outside these two communities, there are other parties witredit positions. The
sports organisations favour greater protection of sports datadimg extending
protection back to created data. They get some support fromcfaime commercial
publishers. Others, such as the gambling industry, oppose this. Mamgissd this
would create other problems, including for the public circulatddninformation
(comparative advertising), and importantly for innovation more gdpeRdrticular
concerns were raised as to the impact of protecting credd¢a on innovative
technologies.

Points of consent
Points of consensus were:

x All types of protection are generally used to protect deted because they are
complementary, but the sui generis right is the preferred onmdéers as it binds
everyone — contracts do not and TPMs can be circumvented. Copyrightrotdgte
the arrangement and selection of data. Copyright is not such a hiedrac@mplex to
understand for all participants; users, makers and maker/fisérg more or less
equally easy to navigate and would not change it. However, many sadld be
streamlined and the exceptions could be aligned with those biftrenation Society
Directive, though not all may be relevant, and it should be carefadgked which
ones should be aligned.

X Not all provisions of the sui generis right are clear (eveth wWie case law of the
CJEU) e.g. notions of: database, substantial (investment), datatser, status of
spin-off databases, and it is not clear whether the sui geiggrispplies to new types
of databases such as machine-generated/IoT ones and who owns foegdsiarated.
Thus, it would be good if those areas could be clarified.

X Many thought that there should be an opt-out mechanism such agatoy
registration to benefit from the sui generis right

X Many highlighted the value of having a harmonised framework (i.e. copyaighia
sui generis right in the directive) over the un-harmonised one — i.gactnt- a
harmonised framework lowers costs and legal uncertainty for evermgoalved. This
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favours the retaining of the sui generis right, though in a modified Emdiex
form.

x Finally, it may be worth tailoring the sui generis right dependinghenindustry
sector. Some sectors are more hit by competition issues sutie automotive and
energy markets; compulsory licences could be useful in these types of industry.

Economic dimension

Participants mostly relied on their professional expeeeand to some extent also on
anecdotes to support their views on the economic impact obalt@base Directive. Their
accounts have not been supported with quantitative evidence (engvedur creation of
employment) and most of them acknowledge that such evidence midbe agtilable, or it
is difficult to obtain. The major issues discussed by the pantitspaere:

X Legal uncertainty affecting investments, data exploring and infingement.
Generally speaking, legal uncertainty was considered by all padibe a negative
issue driving costs for enforcement. In particular, issue® \8een in the group of
user-makers of databases, mostly because of costs assedthatethrifying/clearing
the rights when trying to access other databases for re-use;statement which
suggests that European partners in international research cansaghit be at an
economic disadvantage, again because the databases used/prodinesd st be
‘cleared’ of Database Directive issues / respectivees<larified. These examples
were also used as major points arguing for the claim HeaDatabase Directive —
specifically the sui generis protection, as this is seeth@ European ‘speciality’ no
one else has — may actually hinder the development of databasésrnis of
investment and innovation).

x The economic rationale for the sui generis rightwhich a group of participants
believe neither to be solid nor backed up with by economic ewderfor example,
with data on databases that would not have been created ifwbezeno Database
Directive, or with respect to an analysis of the occueearicpiracy/infringements of
the sui generis right.

X Nevertheless, the sui generis right was seen as a bériaf legal framework for
companies to help them secure investment in databases by some databasaeosy
Examples of databases were provided — for example witlecesp old pieces of
culture/literature — where the database owner would not haste tha (same amount
of) investment if they were not confident that the rights wemepted by the
Database Directive.

X The contrasting needs of different business sectors arattivities. It became clear
during the workshop that the general database framework metveriyh specific
situations in different industries. For example, start-up indksstri where rules and
ways of doing business have not yet been established — may be unfavéuratie
application of database protection, as it might hinder accessdinal data that is
needed to create new business models.
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x An overall point addressed by many is lack of awareness of teeese of database
protection which could constitute a hampering factor for usage aedforcement
purposes.

The role of case law / landmark decisions:The Ryanair case has not influenced
participants. However, they acknowledge that this might beulsecide indirect implications
of this case are not sufficiently known. Other CJEU cases havenfhnced them either
except the 2004 decisions ardotball Datacowhich have reduced the scope of the right for
sports organisations.

Steps forward and creative thinking: It seems difficult to reconcile the opposing views
particularly, but then again there may also be opportunities foerconsiderable creative
thinking. Three ideas stood out, against the backdrop of what was stated above:

x Complexity of multiple systems for users can be reducegtehter coherence and
consistency is introduced, particularly with respect to exceptioasyMupported the
idea that the same exceptions should be available withctespdatabase copyright
and other copyright; and some that exceptions to the sui gelgitishould also be
aligned. From a user perspective, this could make the muléipéss of rights less
costly and less intimidating. In some cases, exceptions might leveeframed as
‘user rights’, thus ensuring that they could not be overridden by contean-f the
use was of a database that was not or was no longer protected.

x Concerns that the coverage of the EU system is unnecessarily rorglaidbe met
either by excluding certain types of investor/investment/creatioch( as publicly
funded institutions) or by the creation of ‘opt in’ or ‘opt out’ magisms. The
advantage of these approaches is to provide clear protectitms$e who really
care/need protection for their investments via a sui generis Agliihe same time, it
relieves the burden from those who do not want such protection, and guideasuse
which databases fall into which categories:

o0 Opt-in mechanismsmight include a registration system, according to which
database makers who consciously invest on the basis of protectisteregi
their database with an EU authority (such as the EUIPO), gainingds
protection from registration. Unregistered databases wouldntallthe public
domain. One additional advantage that would flow from this is thgbubéc
could find out when rights in a database expired, which currently lveay
problematic. A less bureaucratic version might be to re@uiretice along the
lines of ‘Database right, Football Dataco, 2020-2035'. However, when
discussed it was recognised that problems might arise frothghity re-use
of databases that did not include the notice. Advantages would also occur if the
purpose were to track economic effects, as owners of rights vbegldme
centrally identifiable and the rights countable.

0 Opt-out mechanismscould take a similar form. Community or public bodies
that made databases would be able to indicate the publidrdstatus, either
through notice or registration.
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x Concerns over whether the sui generis right can, or should, proteetedr as
opposed to ‘obtained’ data were controversial, it also being ressgjrthat the
distinction is not always easy to understand. One proposal wabatwd@n the
distinction and offer protection to any database that is tleemopose of investment
(excluding spin off databases). More interesting, perhaps, veassdion as to the
possibility of compulsory licensing of created data on ‘FRANilesterms. It should
be said, however, that such an approach was only endorsed by a fempaas,
others highlighting a host of problems.
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ANNEX 6: RESEARCH QUESTIONS

Effectiveness

I Has the Database Directive eliminated the differencesdeset Member States in
the legal protection of databases?

I Has the Database Directive stimulated the investments theo creation of
databases?

¥ Has the balance between the legitimate interests nbifaeturers and lawful users
of databases been safeguarded?

Efficiency

¥ What are the key factors explaining the mixed performanceh®fOatabase
Directive?

T Isthe scope of the Database Directive still limited?
¥ What are the key sources of legal uncertainty of the Database Directive?

¥ How does the Database Directive compare and interact withr ptiséection
mechanisms?

Relevance
T Is the Database Directive still relevant today?
T Does the sui generis right apply to machine-generated databases?

¥ What would be the consequences if the current sui generis right weaténd
broadly into the data economy?

Coherence
T Isthe Database Directive well aligned with the PSI Directive?

¥ Is the Database Directive well aligned with Open Rese@ata policies for
research activities?

¥ Is the Database Directive well aligned with other relevant copyaiciuis?
T Is the Database Directive well aligned with Trade Secret Diréttive
EU added-value

T Isthe Database Directive necessary in the Digital Single Marketxt®nte
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