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Conclusions and recommendations

The Committee supports the Commission's plan andiders that the development of FinTech
within the European financial sector can delivemamber of benefits to both European
businesses and their clients.

The Committee considers that the plan presentedhby Commission could spur on the
development of the capital markets, and serve ainaulus for small and medium-sized
enterprises active in the financial sector.

The Committee considers that the measures includede action plan on improving cyber
security and the resilience of the financial seeat@ important, but should be supplemented by
rules to ensure uniformity in the development ofTéich in the EU. Similarly, the Committee
believes that FinTech players should be subjecthéo same rules as the financial sector,
particularly as regards resilience, cyber secuariig supervision.

The EESC believes that in order to achieve a Iplaling field as regards access to customer
data under PSD2 and the GDPR, it is essentialttieatight to portability of personal data be
implemented in a manner that is compatible with PSD

Given the growth of crypto-assets and their higbree of volatility, the EESC recommends
that the Commission keep a close eye on the ituat this regard on an ongoing basis, in
cooperation with the European supervisory autlewitWhere necessary, all necessary action
should be taken at EU level to ensure that theri#gcand stability of the financial and
economic system are not threatened in any way amyatime.

Recent studies have shown that the emergence d&étinis leading to the loss of a significant
number of jobs in financial institutions. The EE8Commends that the Member States design
and implement active labour market measures empblorkers affected by the introduction of
innovative technologies in the financial sectotake up a new job as soon as possible.

The EESC calls on the Commission to identify pdesiles for companies offering cloud
services with regard to their responsibility foceeng the data they host. They should be held
to the same rules on the protection of personal @aicompanies which outsource such services.

Commission proposal
To foster a more competitive and innovative finahonarket, on 8 March 2018 the European

Commission unveiled an action plan on harnessiegofiportunities presented by technology-
enabled innovation in financial services — FinTech.
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The action plan aims to enable the financial sel@dncorporate and take advantage of rapid
advances in new technologies such as blockéhaitificial intelligence and cloud services.
According to the Commission, Europe should becomglobal hub for FinTech, with EU
businesses and investors able to make the mase @idvantages offered by the single market in
this fast-moving sector.

Drawing on the findings of the public consultatithrat took place between March and June
2017, the Commission considers that the case @sléive or regulatory reform at EU level at

this stage is limited. A number of targeted initias aimed at the EU embracing digitisation of
the financial sector are, however, needed.

The FinTech action plan includes measures aimedratbling innovative business models to
reach EU scale, supporting the uptake of techncédghnovation in the financial sector and
improving the security and resilience of the finahsector.

Alongside this communication, and as part of th@aglan, the Commission has presented a
proposal for a regulation on investment-based agmdihg-based crowdfunding service
providers (ECSP) for business.

As regards the licensing of FinTech companies, Goenmission has invited the European
Supervisory Authorities (ESAs) to evaluate the #xig licensing procedures and present
recommendations to the Commission, where apprepriat the need to adapt the EU financial
services legislation. During 2018, the Commissial also continue monitoring developments
in the area of crypto-assets, in cooperation with ESAs, the European Central Bank and the
Financial Stability Board. On the basis of a rigsessment, the Commission will establish
whether regulation is needed at EU level.

In the area of common standards and interoperatléians for FinTech, the Commission will

work with the European Committee for Standardisatind the International Organisation for
Standardisation, including as regards blockchaghrtelogy. To develop innovative business
models across the EU, the Commission will invite televant authorities at Member State level
to take initiatives to facilitate innovation. Theo@mission is also calling on the ESAs to
facilitate supervisory cooperation, including cdoedion and dissemination of information

regarding innovative technologies, the establisimeih innovation hubs and regulatory

sandboxes.

To support technological innovation in the finah@actor, the Commission will set up an
expert group to assess whether there are regulatmsiacles to financial innovation. The
Commission is inviting the ESAs to explore the néadguidelines on outsourcing to cloud
service providers. It will facilitate the developmieof standard contract clauses for cloud
outsourcing by financial institutions.

A blockchain, is a continuously growing list otoeds, called blocks, which are linked and secuistdg cryptography. By design,
a blockchain is resistant to modification of theaddt is "an open, distributed ledger that carorddransactions between two
parties efficiently and in a verifiable and permain@ay". Once recorded, the data in any given blmarknot be altered retroactively
without alteration of all subsequent blocks, whiefuires consensus of the network majority. (Souiikipedia)
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The Commission considers that the regulatory fraomkwend European oversight should enable
businesses operating in the single market to reegénefits of financial innovation and thus
provide their clients with higher quality products.

The Commission will consult publicly on further digation of regulated information about
companies listed on EU regulated markets, incluttiegpossible implementation of a European
Financial Transparency Gateway based on distridetigkr technology — RegTech.

With regard to blockchain technologies, the Cominisdaunched an EU observatory and
forum in February 2018, as well as a study on #weesibility of an EU public blockchain
infrastructure to develop cross-border service® CTommission wants to assess the extent to
which blockchain could be deployed as a digitalises infrastructure under the Connecting
Europe Facility. The Commission is also intendimdpodst an EU FinTech laboratory.

To enhance the security and resilience of the Gi@hrsector, the Commission will organise a
public-private workshop to assess barriers hingdefimformation sharing on cyber threats

between financial market participants and to idgngiotential solutions. Furthermore, the

Commission is inviting the ESAs to evaluate thete@nd benefits of developing a coherent
cyber resilience testing framework for significgrarticipants and infrastructures across the
whole EU financial sector.

General and specific comments

The Committee supports the Commission's plan, dernisig that the development of FinTech
within the European financial sector will deliverramber of significant benefits to both
businesses and consumers.

The EESC considers that the FinTech action plathdcbe instrumental as regards deepening
and broadening the capital markets by integratiigitishtion, and thus also as regards the
capital markets union, which is an important ptioon the European agenda. The EESC also
considers that the FinTech action plan could ctuistia vital stimulus for the SME sector —
which accounts for 99% of all EU businesses — byreasing funding opportunities, and
enabling SMEs to adopt simpler and more affordablations.

The Committee considers that the measures includede action plan on improving cyber
security and the resilience of the financial seeat@ important, but should be supplemented by
rules to ensure uniformity in the development ofTich in the EU.

The EESC shares the Commission's view that the pearo regulatory and supervisory
framework should enable businesses operating insihgle market to reap the benefits of
financial innovation and thus provide their clientsth higher quality products. For the
Committee, however, this should not be at the esp@f safety. A level playing field is needed
for all operators, irrespective of the nature aittactivitied.

0J C 227, 28.6.2018, p.63
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The rules governing financial institutions at bdil and Member State levels have been
strengthened following the last financial crisihiey also cover cyber security and establish
binding security rules and standards for finansedtor institutions. The EESC believes that
cyber security standards should also be implemeatdelU level for companies that provide

FinTech services. In order to ensure uniform imm@etation, these standards should be
regulated at European level and even extended lloba

The EESC points out that cyber attacks are gewmecadiss-border in nature. Currently, the
exchange of information between Member State aitib®on cyber threats or cyber attacks is
rather limited because of the different provisiansnational legislation. A higher level of
coordination, regulation and supervision at EU leveital.

In the area of crypto-assets, and in particulaptogurrencies, we have recently seen in Europe
how much they are taking off and how volatile tlaeg. In view of these developments, the lack
of transparency and the high risks they may ental EESC recommends that the Commission
keep a close eye on the situation in this regaré@mmngoing basis, in cooperation with the

European supervisory authorities. Moreover, aatieads to be taken wherever the security and
stability of the financial system could be put igky at any time and in any way. Such action

should in the first instance apply to the wholehad EU, and should therefore be taken at that
level.

In the area of crypto-assets, it has been notedtétanology-based innovations can avoid
coming within the scope of regulation, even thougly are in fact operating in a highly
regulated market. Given the high degree of votgtdind lack of transparency in this area, as
well as the high degree of risk that crypto-assats pose for investors, the EESC recommends
that the Commission and Member States explore rdstitbat should be established to
supervise crypto-asset transactions.

The Commission has proposed setting up an obseyvaidblockchain technologies. The EESC
considers that, given the fast pace at which firsechnology applications are developing, the
observatory's remit should be extended to the wiodléhe FinTech sector. Furthermore,
blockchain-based applications raise jurisdictiomad liability issues as regards the law
applicable. The EESC supports the Commission's addaunching a blockchain initiative at
EU level, which could clarify how it should be usaatl overcome the existing fragmentation.

It has been noted that the emergence of FinTelgading to the loss of a significant number of
jobs in financial institutions. The EESC recommeritat the Member States design and
implement active labour market measures enablingkeve affected by the introduction of
innovative technologies in the financial sectotake up a new job as soon as possible.
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3.11 The Commission is concerned about the fact thatatltsourcing of services by financial
companies to cloud service providers could resuliob great a concentration of information
and data transfer among a small number of compaadgipating in this market, which are
usually non-EU companies. The EESC calls on the r@igsion to identify possible rules for
companies offering cloud services with regard &irthesponsibility for securing the data they
host.

Brussels, 12 July 2018

Luca JAHIER
The president of the European Economic and Sodair@ittee
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