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Conclusions and recommendations

The European Economic and Social Committee (EES@pats the proposal to revise the
digital single market strategyand acknowledges the considerable efforts madethiey
Commission in legislative initiatives to achieve tBU's objectives for technological, economic
and social growth.

Nevertheless, the EESC voices its concern at détage adoption and implementation of the
35 actions and legislative initiatives submittedhiair could widen thgapin technology and in
the EU's competitiveness vis-a-vis global competito

The EESC backs the Commission's proposal to incatpdhree new legislative initiatives on
online platforms, the European data economy an@rsggurity into the digital single market
strategy. The Committee recommends an integratpdoaph to this that takes on board the
need to boost competitiveness and protect digigélts in both the internal market and third
countries.

The EESC stresses the need to strengthersdbial dimensioh of the digital single market
strategy. It is only through European-level goveo® involving national governments, the
social partners and civil society as a whole thatill be possible to tackle the challenges and
risks inherent in the digital revolution, in theopess safeguarding vulnerable people and
offering greater opportunities to individuals angimesses.

The EESC hopes that, whilst respecting nationalpsdences here, the EU will launch a major
plan for digital education and training, providiageryone with the cognitive tools they need to
cope with the transition. The plan should covercation of all types and at all levels, from
teacher training to curriculum revision and teaghimethods, and should be closely linked to a
system of lifelong training designed to update onwert workers' skills. Special attention
should also be paid to managers, by launching asxhiraining courses in collaboration with
universities.

The digital revolution will transform every aspeaft work: organisation, the place of work,
tasks, timing, conditions and contracts. In the EESiiew, social dialogue can play a key role
in this process and it would call on the Commisstogether with the social partners, to set the
ball rolling by exploring the medium- and long-teprospects and identifying robust strategies
to guarantee decent wages, good jobs, a sound lif@rkalance and widespread access to
social security.

The EESC welcomes the recent successes notchedtip digital sector, but calls on national
and European institutions to make sure that reigmisit(such ashe abolition of retail roaming
surcharge} are properly and fully implemented and to push with work to reduce
fragmentation and distortion. In this respect, Ei&SC would advise the Commission to publish
at the earliest opportunity a regulation enablingability of online content.

0J C 125, 21.4.201p. 10, points 3.8 and 3.9.
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2.1

The Committee stresses the importance of closimgitfrastructure regional and cultural
digital divide as soon as possible, as it now acts as a brakkeoBU's economic and social
development and a source of inequality in the §wionditions and opportunities for individuals
and businesses. The funding offered so far is anbat, but not enough to cover all the EU's
development needs.

The Committee reaffirms that internet access isnaldmental right for everyone, as well as an
indispensable tool of social inclusion and econogrowth, and so must be ranked among
universal services with no further delay.

The EESC calls on the Commission to speed up ingeation of the e-Government and
e-health strategies, both because these are ajpiste for European digital development and
because of the positive impact they will have andbality of services and people’s lives.

The Committee thinks that SMEs should be given niaip, since using digital is already a
sine qua non for staying in the market. Moreovepp®rt for companies cannot fail to include
an ad hoc strategy fatart-upsbased on three key objectives: simpler rules, osdiwg and
easier access to financing.

The Committee calls on the Commission to bolstersamer rights protection across the EU,
while ensuring that harmonising legislation doe$ msult in lower standards of protection
where this is already established and satisfactory.

The EESC considers cybersecurity to be a priorior European sovereignty and
competitiveness, as it affects every aspect of digital environment. The Committee
recommends that the Commission proposal stipulateagked improvement in standards of
prevention, deterrence, response, crisis managerapdt resilience with regard to EU
fundamental rights, laying the groundwork for stfencooperation between Member States and
with third countries.

The state of play in the digital single market

The European Commission has drawn up 35 legisl@tieposals set out in the digital single

market strateg’ysince May 2015, many of which have yet to be inmaeted as they are either

still being negotiated by the Commission, the Rarént and the Council or they have not yet
been put into effect in the individual Member Ssat&éhe communication on the mid-term

review of the digital single market strategy talstsck of the initiatives undertaken and the
results achieved.

COM(2015) 192 final.
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The most significant initiatives already implemeahte yet to be implemented include:

— theabolition of retail roaming surcharg%sﬁrom 15 June 2017,
— cross-border portability of online content servité®m the first few months of 2018;
- theremoval of unjustified geo-blockif‘lgetrimental to consumers.

The Commission considers that it is of paramourfartance to implement theonnectivity
packagg, which will promote the delivery of high-qualitygital infrastructure throughout the
EU so as to extend the benefits of the digital hetian to all businesses and individuals.

With a view to encouraging cross-border e-commeiteyill be important to adopt the
Commission's proposals to harmonisées on digital contracts step up cooperation between
national consumer protection authoritieensure affordable cross-border parcel delivery
serviced simplify the procedures for declaring VAT combat unfair commercial practices and
safeguard intellectual property rights, includirug)xzrightll.

In order to reach higher standards in termdai protectioﬁ2 andconfidentiality of electronic
communication$, the Commission has adopted two ad hoc regulatiwnsh should be

The legal framework for the audiovisual setiawill be adapted to the requirements of the
digital era by revising theules on copyrighll5 in order to facilitate cross-border access to
content and extend the possibilities for making afseontent protected by copyright in the field

Summary of the Commission's new proposals

Given the inevitable developments in the digitakrleiowhich will entail constant updating of
both infrastructure and regulations, it is vitahitlall users are guaranteed a safe, open and fair

2.2
2.3
2.4
2.5
implemented in 2018.
2.6
of education, research and culture.
3.
3.1
3 COM(2016) 399 final.
4 COM(2015) 627 final.
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COM(2016) 289 final.

COM(2016) 587, 588, 589, 590, 591 final.
COM(2015) 634 and 635 final.
COM(2016) 283 final.

COM(2016) 285 final.

COM(2016) 757 final.

COM(2016) 593 final.

Regulation (EU) 2016/679.

COM(2017) 10 final.

COM(2016) 287 final.

COM(2016) 593 and 594 final.
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digital environment. Only then will people startliave more confidence, the lack of which is
still curbing the expansion of the digital singlankelle.

The Commission has identified three sectors in lwhmore decisive action by the EU is
necessary and regarding which it intends to prekslative initiatives in the near future:
1) online platforms, 2)the European data economya3) cybersecurity.

Online platformé7 are reshaping the digital single market to suclexant that they are taking
on the role ofinternet watchdogsas they control access to information, contend an
transactions. In 2017, the Commission will therefbe preparing an initiative to involve them
in — and make them accountable for — internet mamagt. This initiative will tackle in
particular the issue of unfair contract terms angroper commercial practices in the relations
between platforms and businesses. The taking déwiegal content will also be made quicker
and more effective with the introduction of a fofmatice and takedowsystem.

Thedata economwvill be increasingly important for businesses jwdlials and public services.
In 2017, the Commission will issue two legislativdtiatives on thefree movement of non-
personal data across bordemmnd on the accessibility ang-use of public dateand data
collected using public funds. Lastly, in order tegare the digital market for the development
of theInternet of Thingsprinciples will be identified to determine wholigble in the event of
harm caused by high-intensity data products.

In 2017, the Commission will review th&J's cybersecurity strateéﬁ/and the mandate of the

European Union Agency for Network and Informatiat&rity (ENISA) so that they are able to
deal with the new challenges and risks. Furthersones will be proposed regarding rules,
certification and labelling for cybersecurity inder to protect connected devices more
effectively from cyberattacks. This process witesigthen the public-private partnership.

In order to improve digital skills and employalyijithe Commission has called for thew

skills agenda for Europeand theDigital Skills and Jobs Coalitidil to be implemented
promptlfo. In 2018, the Commission will also be initiatifgetDigital Opportunity project to

give graduates the chance to carry out cross-baraieeeships in the digital sector.

The strategy on digitising European indus%}wvill encourage cooperation and the exchange of
best practice. This initiative is supported by Hon 2020 resources (EUR 5.5 billion) and
private and national investments, drawing on thelipyprivate partnership. A number of key
sectors such as energy, transport and financewvdergo significant changes, in line with
sustainability and efficiency criteria.

16
17
18
19
20
21

Special Eurobarometer survey 460.
COM(2016) 288 final.

JOIN(2013) 1.

COM(2016) 381 final.
2016/C484/01.

COM(2016) 180 final.
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4.2.2

The e-Governmen12016-2020plar?2 will assist the digital transition of public seres at
national and European level. The Commission expgecsge the biggest changes in the health
sector, as a result of the right to seek treatnmeany EU country (digital medical records and
prescriptions) and the increasing use of technotogyupport doctors (for analysis, operations,
treatment, etc.).

In order to strengthen its position in the globadra, the EU has earmarked more funds for
research and innovation (R&I) and launched two magchnological initiatives:cloud
computing for sharing and re-using knowledge, andantum technologiedor solving
calculations more complex than those currentlyleatky supercomputers.

The Commission believes that the digital single kaarstrategy will become increasingly
important in relations between the EU and thirdrtoas: it will safeguard new digital rights,
combat digital protectionism and promote initiatite combat the globdigital divide.

General comments

The EESC acknowledges the considerable efforts ntgd¢he Commission in legislative
initiatives to achieve the digital single marketigtgy's objectives for technological, economic
and social growth. The Committee considers that mfid-term review is crucial for promoting
the implementation of this strategy by making &islé&cagmented and reducing distortions.

The EESC welcomes the results achieved recentlsh sis the abolition of retail roaming
surcharge?§’, cross-border portability of online prodL?c“tsand the removal of unjustified geo-
blockin925. These initiatives will help improve the EU's ineaglthough many problems have
yet to be resolved in order to guarantee consuigletsrand a level playing field for businesses.

However, the Committee notes that in many MembateStthe process of abolishing roaming
surcharges is patchy and uneven, which manifesttyns consumers and the EU's image. In a
number of countries, consumer associations complfaattempts to get round the ban, mainly
by restricting the amount of gigabytes available dorfing. The EESC therefore calls on the
Commission to scrupulously monitor this process #&otster and speed up methods and
deadlines for implementation.

As regards cross-border portability of online cottehe EESC hopes that the provisional
agreement between the Council and the Commissawpted by the European Parliament on
18 May this year, will soon be implemented in piet The agreement includes a regulation
introducing a common EU approach to portabilityonfine content, so that subscribers will be

22
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COM(2016) 179 final.
0J C 24, 28.1.2012, p. 130J C 34, 2.2.2017, p. 162

0J C 264, 20.7.2016, p. 86

0J C 34,2.2.2017, p. 93
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able to access and use this when they are temigorara Member State other than the one
where they are resident.

The EESC is concerned that only a few of the latis# proposals presented by the
Commission with regard to the digital single markategy have actually been implemented.
This is a significant curb both on the assessméthe strategy as a whole and on the EU's
realistic prospects for growth and competitivenddse Committee calls on all the institutions
involved in theco-decisionprocess to speed up negotiations and trustshbatlember States
will implement the rules in a timely and consistaghion.

The EESC maintains that the digital revolution withmatically change people's lives and the
way of doing business, producing and marketinghwiing-term effects that are difficult to
foresee at this time, in particular on the laboarkaet and employment. Digitisation will change
work organisation, the place of work, tasks, timamditions and contracts. The Committee
therefore stresses the need to strengthersabel dimensioff of the digital single market
strategy. Only then will it be possible to seeth# challenges and risks inherent in the digital
revolution and give everyone the chance to reapdmefits and opportunities.

The EESC considers it crucial to launch at theiestrlopportunity a major plan for digital
education and training, providing everyone with tognitive tools they need to cope with the
transition. Whilst it is aware of the specific matal remit in this area, the EESC hopes that the
programme will start in schools, building on teashe&nowledge, adapting curricula and
teaching methods to digital technologies (includatgarning and providing all pupils with
high-quality training. The programme will naturaihclude provision for lifelong learning with

the aim of adjusting or updating all workers' Kl

In the Committee's view, the business world wilddo act swiftly to adapt its own digital
skills, paying particular attention to cybersegurgsues. In this respect, the EESC thinks that
the EU should assist firms providing high-leveirirag for managers by drawing on the support
of academic experts, so as to enhance knowledgewaareness of the risks of data theft and
computer crime. The EESC also believes it is ingurto support the training of IT technicians
responsible for security by providing special matis for simulating cyber-attacks and testing
their response capability.

Despite the recommendations issued in 28 15e EESC notes that a number of key challenges
for the delivery of the digital single market hawvet yet been addressed properly. Improved
digital skills, IT literacy, the digitisation of Isinesses and-Governmenare still prerequisites
for full, shared and balanced development.

The EU has invested — and is continuing to invasiany billions in research and innovation, as
well as in the digital sector. Even so, set agaimstCommission's estimates of what is needed

26
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28

0J C 125, 21.4.201p. 10, points 3.8 and 3.9.

SOC/561 — The role of social partners and CS@&wmforms of work, rapporteur: Salis Madinier (et published in the OJ).

0J C 71, 24.2.2016, p. 6A digital single market strategy for Eurgpeoints 1.1, 1.2, 1.3 and 1.8.
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(about EUR 155 bhillion), we fall far short of theviestment levels needed to ensure sturdy and
even development in the digital sector to matchmiaén globalcompetitors This is why the
Commission has often said that it intends to tarRublic Private Partnerships (PPP) to plug the
investmengap.

4.8.1 The EESC believes that, while PPPs are unquestypaalimportant lever for development and

4.9

4.10

411

4.12

4.13

innovation, they cannot be expected to solve eyepblem. It therefore calls on the EU
institutions to be more energetic in terms of acénd financing in areas that dess geared to
the marketas well as in all those initiatives (such as@tg- programme) designed to establish
high added value infrastructure that may, howewely provide a return much later.

Taxing digital multinationals has been hotly dedasad the subject of robust institutional
initiatives for some time now. National tax systemsparticular, seem not always to properly
tax the profits these companies generate within B¢ The Committee calls on the
Commission to find responses that, while complyanip the subsidiarity principle, will strike a
balance between the need to tax profits fairly fvedneed to avoid hamstringing innovation and
development.

The EESC reiterates the importance of bridging diggtal divide which runs the risk of
becoming one of the main factors of economic, egmpknt and social exclusion. The EU
strategies on digital education and training (v Skills Agenda for Europnd theDigital
Skills and Jobs Coalitigntherefore need to be implemented promptly. Whis tn mind, the
EESC would urge the Commission to ensure that teenber States implement this process
swiftly and correctly.

The Committee reaffirms the principle that interaetess is a fundamental right for everyone,
as well as an indispensable tool of social inclugiod economic growth. For this reason, high-
speed internet access must be ranked among uriwenséces with no further deI%& The
EESC also believes that the phenomenon that idigfital revolution can only be mastered with
the active involvement of the public, who need éacbnscious of the opportunities and risks the
internet provides.

It is therefore important that the EU actively sapipand participate in the annual Internet
Governance Forum, which will meet next in GenevaDecember 2017 under the heading
Shape Your Digital Futureto discuss how the opportunities afforded by thternet can be
maximised while facing up to emerging risks andlehages.

The EESC endorses thmnnectivity packajg and particularly welcomes the initiatives to
reduce the regionaligital divide (Wifi4EU) and guarantee good quality digital cormiuations
(5G). Specifically, the Committee thinks WiFi4EUdgucial to ensuring that the digital single
market really reaches everyone. It therefore hofiedt this pilot project, for which

29
30

0J C 161, 6.6.2013, p. 8

The EESC has drawn up an opinion on each of thesggosals, grouped together to ensure consistienteyms of approach and
content:0J C 125, 21.4.2017, p. 5@J C 125, 21.4.2017, p. 56J C 125, 21.4.2017, p. 66J C 125, 21.4.2017, p. 69J C 125,
21.4.2017,p. 74
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EUR 125 million has been allocated so far, becomesructural component of EU policies,
with its budget adjusted so as to guarantee thattyeme, including people living in areas that
are of little interest to the market (islands, mw@imous and remote areas, etc.) has a good
internet connection.

The EESC endorses the proposal to invalwéine platforms in a wide-reaching project to
make them responsible players in a fair and traespanternet ecosystem. However, this
process cannot disregard the need to reduce lidggsfeagmentation, taking into account the
impact on businesses (unfair competition), worKemtracts) and consum§+s(cross-border
disputes) and maintaining the standards achieved.

The EESC considers that tBeiropean data economyis one of the sectors in which the gap
between the EU and global digital innovation leadsrclearest. The Committee supports the
proposal to establish a legislative framework, jed that this framework is also geared to
cloud computinﬁz, artificial intelligence and the Internet of Thingstakes account of
contractual freedom — removing obstacles to innowat and receives appropriate EU funding.

The EESC considersybersecurity to be a priority, since it affects all fields dfet digital
environment and is crucial to ensuring Europeanesamgnty, something that cannot be
achieved withoutigital autonomyin both data collection and management and thesgant
actually used to control and monitor this proc&ssien the vast range of areas affected, the
EESC believes that funding for cybersecurity netmde substantially increased so as to
transcend obstacles to research, bring sensitiltesirial sectors (transport, manufactured goods
with a high added value, etc.) on board and helpnbtr States to shore up their digital
defences.

Cyberterrorism and cybercrime are now a dangerafbreconomies and governments. The
Committee recommends that the proposed review efctbersecurity strategy stipulate a
marked improvement in standards of prevention,rdatee, response, crisis management and
resilience with regard to EU fundamental rightging the groundwork for stronger cooperation
between Member States and with third countries.

4.17.1 The EESC supports the approach taken by the Conemjdselieving that all digital products

and connected systems must be secure from the mdha¢rihey enter the market, and would
like to see the swift adoption of the measures anced.

4.17.2 The Committee endorses the Commission's proposakxtend the mandate of ENI$hand

adapt it to the new global threats. In particultwe EESC considers that the revision of
European strategies on cybersecurity requires ENt8Acommunicate more openly and
transparently with the public and organised cieitisty in order to enhance its initiatives and
work.

31

32

33

0J C 75,10.3.2017, p. 119

0OJ C 487, 28.12.2016, p. .86

0OJ C 75,10.3.2017, p. 124
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5.  Specific comments

5.1 Although 90% of European businesses require digkidls, in 2016 only 44% of Europeans and
37% of workers had them at adequate levels. Fumthiey, almost half of European businesses
fail to provide further training for their employgethereby harming workers and undermining
the competitiveness of the busin&sghe EESC therefore reiterates the urgent neesseécad
hoc resources to fund a major strategy in the afeeducation and digital trainiﬁ% with
particular reference to the gap separatliggtal nativesand older peopﬁg, and more generally
supporting and guiding anyone who is not yet "@igid", whatever their age or condition.

5.2 When it comes to the fallout on jobs, there is @seal possibility that robotisation will lead to
an overall reduction in jobs, progressively takowvgr all repetitive and "less" creative Wtk
The EESC therefore calls on the Commission to beeEuropean social dialogue to explore
ways to guarantee decent wages, a sound workdlnbe, good jobs and widespread access to
social securit?lg.

5.2.1 To meet the challenge of digitisation, it will besential to take action on education and
training, coming up with ad hoc Europe-wide mechars to redeploy workers whose jobs are
given to machines or rendered obsolete by robaisatnd providing adequate social safety
nets to guarantee that they can live decently wieileaining. It will also be crucial to include
these measures in a broad, elastic and resiliategy that can respond swiftly and effectively
to changes caused by the digital revolution soweatontrol it rather than being controlled by
it.

5.3 The EESC reiterates its support for the action glar-Governmentwhich aims to provide
user-friendly, personalised and cross-border digigavices. However, the Committee is of the
view that these objectives cannot as yet be actligieen the delays in implementing the
strategy at national level and the absence of goeimensive anihterconnectedcurope-wide
digital infrastructure. The Committee notes thesjgence of problems with theorie-off
principle and delays in establishingsiagle digital gatewayThe Committee also reiterates the
requirement to guarantegdatesin line with the most up-to-date technology and tieed for
more openness towards users as regards the pogsibithange or delete their own datilft
to be forgotteﬁg.

34
European Commissiobjgital Transformation Scoreboar®017.

35
0JC 173, 31.5.2017, p,®J C 173, 31.5.2017, p. 45

36
0OJ C 389, 21.10.2016, p..28

37
"The Risk of Automation for Jobs in OECD Coundrid Comparative Analysis", OECD, 2016. A livelybdge is being waged
about the impact of the digital revolution on enyphent levels. While the OECD estimates a 9% fathia number of jobs (those
deemed most repetitive), other studies — such @setiof the World Bank and other institutions — sither an increase in the
number or new jobs making up for those lost. A# #tudies, however, accept the principle that tbddaof work will undergo
major changes and agree on the need to adopt tandlyesilient countermeasures.

38
0J C 13, 15.1.2016, p. 161

39

0OJ C 487, 28.12.2016, p..99
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The Committee has identified similar problems efhealth and e-GovernmentThe EESC
therefore proposes to encourage the roll-out ofaaded digital infrastructure, develop
cooperation with R&I and ensure that users and ca¢grofessionals are more involV&d

The EESC supports the communicationdigitising European industrypointing out that no
Member State on its own is in a position to expdtlithe opportunities of the digital revolution.
Conversely, the EU can stand up to its main glamahpetitorsprovided that it prepares a
common strategy to reinforce Europe's industriabebdndustry 4.0 as an independent
component of competitiveness, attract investmagtease the number of jobs and stay focused
on the objective of industrial output comprising20f European GDP by 20%

The Committee calls on the Commission to suppadagitaliinnovation in all companies, with
particular attention to SMEs which could reap cdesable benefits (simplification and less red
tape), but points out that without adequate supgadthelp they risk being squeezed out of the
market. Digitisation is in fact already a sine oquuen for every company to stay in the market —
although this will not be sufficient in itself — @r6MEs, which have fewer instruments and
resources, could find it more difficult to cope lwihe change.

The EESC considers thstiart-upswhich are important for digital innovation, econargrowth
and jobs, need to be supported with help for dgretnt andscaling up In particular, the
Committee recommends a cross-cutting approacheovéinious types of business, based on
three key objectives: simpler rules, networking eadier access to financfﬁg

The EESC considers that cross-border e-commenrei®f the key sectors for the development
of the digital single market. The Committee reitesaits request for more decisive action to
make parcel delivery services affordable for evaé'/%) It also recommends harmonising the
rules on digital contracts more effectively, owittgthe choice of legislative instrument (two
directives), which might lead to confusion withoattually simplifying the regulatory
frameworK”.

The EESC welcomes the information provided by then@ission on the results achieved with
regard to consumer protection through @aine Dispute Resolution Platfoffy but considers

that much remains to be done to increase awaresfed®e platform and bolster consumer
confidence in e-commerce. In particular, the EESfild like to see out-of-court — especially
cross-border — resolution tools made stronger. Measare also needed on data proteﬁjon

40
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0J C13,15.1.2016, p. 14

0OJ C 389, 21.10.2016. 50.
INT/812,The Start-up and Scale-up Initiativérik Svensson and Ariane Rodert, 2017, not ybtigived in the Official Journal.

0J C 34, 2.2.2017, p. 106

0J C 264, 20.7.2016, p. 57

According to the Commissioner, Ms Jourova, mhent24 000 disputes were resolved in the first.yegy://europa.eu/rapid/press-
release IP-17-727 en.htm

0OJ C 288, 31.8.2017, p. 107
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5.10
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audiovisual media servicEs combating fraud and upholding copyrfb&mtwith a focus on
safeguarding users — particularly the most vulrerabfrom cyberbullyingfake newsand all
forms of incitement to violence.

The Committee also welcomes the process initiayethd® Commission to harmonise consumer
protection at European level, provided that thiesdnot drag down high standards of consumer
protection and aims to secure an overall improvenmedigital consumer protection in the EU.

The EESC calls on the Commission to make the digitegle market strategy increasingly
cross-cutting, integrating it into other sectorsd astrategies which are critical to Europe's
development, such as energy, the circular ecoﬁ%m;d transpo?? within the broader context
of the United Nations' sustainable developmentsgydalcould in fact be key to achieving the
objectives of sustainability, simplification ancegter efficiency.

The EESC believes that the EU needs to boost imeggtin R&I in order to be able to compete
with digital innovation leaders. The initiatives gtrengthen the infrastructure are important but
not decisive. Specifically, Europe must roll albud computinzj1 as soon as possible, in line
with the Open Innovation, Open Science, Open to the Wsirgtegy The Committee also
supports the move to keep developing quantum téobies and artificial intelligenéé.

The EESC endorses the Commission's decision tdajettee external dimension of the digital
single market strategy, but feels that so far J#@tg has been done in this sector. It would
particularly like to see action taken on two levels

— a definition of new relationships with digital coetpors. The EU must protect digital rights,
combat digital protectionism and be at the forefrof a global alliance to promote
cybersecurity. This process will play a key roldhia definition of new global governance;

47

48

49

50

51

52

0J C 34, 2.2.2017, p. 157

0J C 125, 21.4.2017, p. 27

0OJ C 264, 20.7.2016, p. 98.

TEN/621,Cooperative Intelligent Transport Systeri®17, not yet published in the Official JournBEN/632:Implications of the
digitalisation and robotisation of transport for Bablicy-making(not yet published in the Official Journal).

0OJ C 487, 28.12.2016, p. .86

INT/806, Artificial intelligence 2017, not yet published in the Official Journal.
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— promotion of digital developmerigitisation can be an important driver of grovepable
of combating the causes of war, poverty and mignatiThe EESC also considers that
meeting most of the UN sustainable developmentsgaduires full-scale and widespread
use of digitisation that actively involves coungrignd individuals, and not only the richest
and most advanced. Reducing the technology gageftite, must be a priority for the EU at
global level and not just in terms of cross-borc@speration.

Brussels, 18 October 2017

Georges DASSIS
The president of the European Economic and Soadair@ittee
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